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Der Bischof von Speyer

256  Profanierung der Kapelle im Caritasforderzentrum St. Raphael
Altleiningen

Profanierungsdekret
Az.:2/5-1/18

Im Gebdudekomplex der Schlossmiihle des heutigen Caritasférderzen-
trums St. Raphael in Altleiningen befindet sich eine Kapelle, die am
24.12.1933 konsekriert wurde. Der Caritasverband sieht keine Moglich-
keit, die dringend erforderliche Sanierung der Schlossmiihle durchzufiih-
ren und hat die Absicht, das gesamte Geldnde zu verduf3ern.

Die Kapelle wurde zuletzt wihrend der Sommerzeit jeweils an einem
Samstag im Monat fiir eine Vorabendmesse der heutigen Pfarrei St. Lukas,
Hettenleidelheim genutzt.

Auf Antrag des Caritasverbandes und nach Anhoérung des Priesterrates

gemal can. 1222 § 2 CIC sowie des Allgemeinen Geistlichen Rates und

des Pfarrers der Pfarrei HI. Lukas in Hettenleidelheim ordne ich hiermit

Folgendes an:

1. Die Kapelle in der Schlossmiihle des Caritasféorderzentrums St. Raphael
in Altleiningen wird fiir profan erklért. Sie verliert damit geméf can. 1212
CIC ihre Weihe und wird auf Dauer profanem Gebrauch zugefiihrt.

2. Der Altar wird ebenfalls gemif can. 1238 § 1 CIC fiir profan erklért.
Sofern er Reliquien enthilt, sind diese zu exhumieren und an einem
wiirdigen und sicheren Ort aufzubewahren. Ersatzweise sind sie dem
bischoflichen Sekretariat zu iiberstellen.

3. Die Profanierung wird wirksam mit dem Ende des Profanierungsgot-
tesdienstes, der am 27. Oktober im Rahmen der Vorabendmesse der
Pfarrei HI. Lukas gefeiert wird.

4. Die liturgischen Einrichtungsgegenstdnde und die anderen sakralen
Gegenstidnde miissen aus der Kirche entfernt und an einem wiirdigen
Ort aufbewahrt werden. Sie konnen an einem anderen Ort ihrer Be-
stimmung gemifl verwendet werden entsprechend den Festlegungen
im Verzeichnis des Profanierungsinventars.

Diese Urkunde wird in dreifacher Ausfertigung erstellt.
Speyer, den 27. Oktober 2018

+ Cc&e#oo-? GFetetonc

Dr. Karl-Heinz Wiesemann
Bischof von Speyer
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257  Profanierung der Filialkirche Herz Jesu in Marnheim

Profanierungsdekret
Az.:2/5-2/18

Die Filialkirche Herz Jesu in Marnheim ist wegen baulicher Schidden und
damit verbundener Sicherheitsmingel nicht mehr fiir Gottesdienste nutz-
bar. Die Instandhaltung wiirde hohe Kosten verursachen, die in keinem
sinnvollen Verhiltnis zur kiinftig zu erwartenden Nutzung stehen. Der
Verwaltungsrat der Kirchengemeinde HI. Anna Kirchheimbolanden hat
daher auf Empfehlung des Gemeindeausschusses Bolanden und des Pfar-
reirates der Pfarrei HI. Anna die Aufgabe der Kirche Herz Jesu beschlos-
sen und deren Profanierung beantragt. Nach Anhorung des Priesterrates
gemdf can. 1222 § 2 CIC sowie des Allgemeinen Geistlichen Rates ordne
ich daher Folgendes an:

1. Die Kirche Herz Jesu in Marnheim wird mit sofortiger Wirkung fiir
profan erklért. Sie verliert damit geméf3 can. 1212 CIC ihre Weihe und
wird auf Dauer profanem Gebrauch zugefiihrt.

2. Der Altar wird ebenfalls mit sofortiger Wirkung gemaf can. 1238 § 1
CIC fiir profan erklért. Die Reliquie ist zu exhumieren und an einem
wiirdigen und sicheren Ort aufzubewahren. Ersatzweise ist sie dem bi-
schoflichen Sekretariat zu {iberstellen.

3. Alle liturgischen Einrichtungsgegenstdnde und alle anderen sakralen
Gegenstdnde miissen vor einer profanen weiteren Verwendung des
Gebaudes aus der Kirche entfernt und an einem wiirdigen Ort aufbe-
wahrt werden. Sie konnen an einem anderen Ort ihrer Bestimmung
gemif3 verwendet werden entsprechend den Festlegungen im Ver-
zeichnis des Profanierungsinventars.

Diese Urkunde wird in zweifacher Ausfertigung erstellt.
Speyer, den 7. Dezember 2018

+ (e #eo Receeenic-
7

Dr. Karl-Heinz Wiesemann
Bischof von Speyer



1000 OVB Speyer 8/2018

258  Ordnung iiber die Zuwendungen an die Verbiinde im Bistum
Speyer (ZuwendungsO-Erwachsenenverbinde)
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Priaambel

Die Arbeit der Katholischen Verbénde ist ein wesentlicher Baustein kirch-
lichen Wirkens in der Gesellschaft. Diese Verbdnde haben Anteil am
kirchlichen Verkiindigungsauftrag im Rahmen der kirchlich-hoheitlichen
Gewaltausiibung im Sinne des Staatskirchenrechts.

Das Bistum Speyer unterstiitzt daher diese Verbédnde auch in vielféltiger
Form bei der Erfiillung von deren kirchlichem Auftrag. Die finanzielle
Unterstiitzung seitens des Bistums wird in dieser Ordnung geregelt, die
vor allem eine transparente Mittelvergabe sicherstellen soll.

§1
Geltungsbereich

(1) Diese Ordnung gilt fiir die Vergabe von Zuwendungen aus dem Di6-
zesanvermoOgen an die folgend aufgelisteten katholischen Verbdnde im
Bistum Speyer:

1. Katholische Frauengemeinschaft Deutschlands (kfd) — Ditzesan-
verband Speyer

2. Deutsche Jugendkraft-Sportverband e.V. (DJK) - Didzesanver-
band Speyer

3. Kolpingwerk e.V. (Abteilung Erwachsene) — Didzesanverband

Speyer
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4. Katholischer Deutscher Frauenbund e.V. (KDFB) — Ditzesanver-
band Speyer
5. Katholische Arbeitnehmerbewegung Speyer e.V. (KAB) - Dioze-
sanverband Speyer
6. Gemeinschaft Katholischer Manner Deutschlands (GKMD)
§2
Personalanstellung

(1) Grundsitzlich steht es dem einzelnen Verband frei, eigenes Personal
zur Erfiillung seines kirchlichen Sendungsauftrags anzustellen. Die Perso-
nalverwaltung und Gehaltsabwicklung erledigt das Bischofliche Ordina-
riat. Vor der Personalauswahlentscheidung ist das Benehmen mit dem
Ortsordinarius herzustellen.

(2) Sofern ein Verband von der Einstellung eigenen Personals absieht, dies
aber zur Verwirklichung des kirchlichen Sendungsauftrags notig erscheint,
kann das Bistum dem einzelnen Verband im Benehmen mit dem Verbands-
vorstand auch eigenes Personal zur Sicherstellung des didzesanen Auftrags
im Rahmen eines sog. Drittbezogenen Personaleinsatzes zuweisen.

§3
Hohe der Diozesanzuwendung

(1) Den Katholischen Erwachsenenverbidnden nach § 1 Abs. 1 werden in
den Jahren 2019 bis 2023 jihrlich insgesamt 500.000,— € zur Erfiillung ih-
res kirchlichen Auftrags zur Verfiigung gestellt.

(2) Die Summe nach Abs. 1 verteilt sich auf die einzelnen Verbiande wie folgt:

a) Die Verbiande zu Ziff. 1 bis 5 erhalten jeweils einen Sockelbetrag
von 50.000,— € und einen jdhrlichen Betrag von 247.500,— €, der
gemdl der Verbands-Mitglieder am 31.12.2013 rechnerisch aufge-
teilt wird.

b) Der Verband zu Ziff. 6 erhilt jahrlich einen Festbetrag von 2.500,— €.

(3) Die nach Abs. 2 zu errechnenden Zuwendungen werden gekiirzt um
Personal- und Sachaufwendungen, die das Bistum direkt fiir die Verbénde
aufbringt.

(4) Unentgeltlich werden folgende Leistungen des Bistums an die in § 1
Abs. 1 aufgefithrten Verbdande im Rahmen der Bischoflichen Aufsicht er-
bracht:

] Personalverwaltung und Gehaltsabwicklung
o Rechtsberatung
o Beratung und Begleitung durch die fiir die Erwachsenenverbinde

zustdandige Organisationseinheit des Bischoflichen Ordinariates
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§4
Grundsiitzliche Zweckbindung

(1) Die Zuwendungen diirfen nur zur Bestreitung der Kosten kirchlicher
Verbandsarbeit entsprechend den jeweiligen in der Verbandssatzung mit
Genehmigung des Didzesanbischofs festgelegten Zwecken verwendet
werden.

(2) Die Zuwendungen sind wirtschaftlich und sparsam zu verwenden.

§5
Antrag/Zuwendungsbescheid/Auszahlung der Zuwendungen

(1) Die Auszahlung der Zuwendungen erfolgt von Amts wegen, ohne dass
es eines Antrags bedarf, jeweils zum Beginn eines Haushaltsjahres.

(2) Grundlage der Zuwendung an den einzelnen Verband ist ein schrift-
licher Bescheid des Ortsordinarius, der die Gesamtzuschusssumme, die
moglichen Abziige und die Auszahlungssumme ausweist.

(3) Der Zuwendungsbescheid kann mit Nebenbestimmungen versehen
werden.

§6
Priifung der Verwendung

Die Verbiande sind verpflichtet, jaihrlich den Rechenschaftsbericht ein-
schliellich der Mitgliederentwicklung und die Jahresrechnung dem Orts-
ordinarius bis zum 30. Juni des Folgejahres vorzulegen. Der Ortsordina-
rius ist ferner jederzeit berechtigt, Biicher, Belege oder sonstige Ge-
schiftsunterlagen anzufordern sowie die Verwendung der Zuwendung
durch ortliche Erhebungen zu priifen oder durch Beauftragte priifen zu
lassen. Der Zuwendungsempfinger hat die erforderlichen Unterlagen be-
reit zu halten und die notwendigen Auskiinfte zu erteilen.

§7
Mitteilungspflichten

Der Zuwendungsempfénger ist verpflichtet, dem Ortsordinarius unverziig-
lich Anzeige zu erstatten, wenn:

(a) der Zuwendungszweck oder sonstige fiir die Bewilligung der Zu-
wendung mafgebliche Umsténde sich dndern oder wegfallen,

(b) sich herausstellt, dass der Zuwendungszweck trotz der bewilligten
Zuwendung nicht zu erreichen ist,

(c) die ausgezahlten Betrige nicht entsprechend dem Zuwendungsbe-
scheid verwendet oder nicht mehr bendtigt werden,
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(d) ein Insolvenz- oder Zwangsvollstreckungsverfahren gegen ihn be-
antragt oder eroffnet wird,

(f) der geforderte Verband aufgelost wird oder

(2) die Rechtsform des Verbandes sich éndert.

§8
Riickerstattung der Zuwendung

(1) Eine nicht ihrem Zweck entsprechende Verwendung der Zuwendung
16st die Pflicht zur unverziiglichen Riickzahlung aus. Sie liegt insbesondere
dann vor, wenn Gelder einem anderen Zweck als den in der Verbandssat-
zung festgelegtem zugefiihrt werden, wenn dieser unwirtschaftlich verwen-
det wurde, wenn der Verband aufgelost wird oder tiber das Vermogen des
Verbandes ein Insolvenz- oder Zwangsvollstreckungsverfahren eroffnet
wird.

(2) Die Zuwendung wird zuriickgefordert, wenn der Verband die Zuwen-
dung zu Unrecht, insbesondere durch unzutreffende Angaben, erlangt hat.
In diesem Fall ist die Zuwendung unabhéngig davon, ob er bereits verwen-
det worden ist, in voller Hohe zuriickzuzahlen.

(3) Die Bewilligung kann widerrufen und die Hohe der Zuwendung neu
festgesetzt werden, bereits ausgezahlte Betrige konnen zuriickgefordert
oder ihre weitere Verwendung kann untersagt oder die Auszahlung weite-
rer Betridge kann gesperrt werden, wenn

(a) der Verband die ordnungsgemifie Mittelverwendung nicht bele-
gen kann,

(b) sonstige im Zuwendungsbescheid enthaltene Bedingungen und
Auflagen nicht eingehalten werden,

(c) die Voraussetzungen fiir die Bewilligung der Zuwendung sich ge-

dndert haben,
(d) der Verband durch sein Handeln gegen die Glaubens- und Sitten-
lehre der katholischen Kirche verstoft.

(4) Durch den Ortsordinarius festgestellte Riickzahlungsverpflichtungen
sollen durch Verrechnung mit anderen Zuwendungen erfolgen.

§9
Schlussbestimmungen

(1) Diese Ordnung tritt am 01.01.2019 in Kraft. Mit Inkrafttreten dieser
Ordnung werden die in § 1 Abs. 1 genannten Verbénde aus dem Geltungs-
bereich der Richtlinien iiber die Bewilligung von Zuschiissen an kirchliche
Verbinde, Vereine, Stiftungen, Orden und sonstige kirchliche Rechtstriger
(Zuschussrichtlinien) vom 01.09.2008 (OVB 2008, S. 137 ff) ausgenommen.
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(2) Spitestens vier Jahre nach Inkrafttreten hat die verantwortliche
Hauptabteilung eine Evaluation dieser Ordnung durchzufiihren und dem
Ortsordinarius einen darauf begriindeten Vorschlag zur weiteren Rege-
lung des Zuwendungswesens hinsichtlich der Erwachsenenverbidnde zu
unterbreiten. Im Rahmen der Evaluation sind die betroffenen Verbédnde
anzuhoren.

(3) Diese Ordnung tritt mit Ablauf des 31.12.2023 auBer Kraft und soll
durch eine im Zuge der Evaluation nach Abs. 2 erstellte Neuregelung er-
setzt werden.

Speyer, den 7. Dezember 2018

+ (e #eo Feceeonce-
7

Dr. Karl-Heinz Wiesemann
Bischof von Speyer

259 Gesetz iiber den Einsatz elektronischer Informationstechnik im
Bistum Speyer (IT-Gesetz)

§1
Zielsetzung

Ziel dieses Gesetzes ist die Umsetzung der datenschutzrechtlichen Vorga-
ben in Bezug auf die elektronische Datenverarbeitung sowie die Sicher-
heit der elektronischen Datenverarbeitungssysteme im Bistum Speyer und
seinen Kirchengemeinden.

§2
Geltungsbereich

(1) Dieses Gesetz gilt fiir die Mitarbeiterinnen und Mitarbeiter des Bis-
tums und der Kirchengemeinden. Die hier getroffenen Weisungen sind je-
derzeit umzusetzen, Abweichungen davon sind nur in begriindeten Aus-
nahmefillen moglich und bediirfen der gesonderten Genehmigung durch
die Leitung der Abteilung EDV des Bischoflichen Ordinariats.

Sollten Anderungen oder Erweiterungen der Richtlinie notwendig werden,
so werden diese allen Mitarbeiterinnen und Mitarbeitern bekannt gemacht.

(2) Die technischen Umsetzungsrichtlinien und Definitionen werden in ei-
ner gesonderten Durchfithrungsverordnung geregelt (IT-DVO).
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§3
Kirchliches Datenschutzgesetz

Das Gesetz iiber den kirchlichen Datenschutz (KDG) sowie die Verord-
nungen zur Durchfithrung desselben Gesetzes bleiben von diesem Gesetz
unberiihrt.

§4
Arbeitsplatzausstattung

(1) Der jeweilige Dienstgeber definiert die notwendigen Gerite und Ar-
beitsmittel.

(2) Die Verwendung privater Gerite und Datentriger ist zum Schutz vor
elektrischen und mechanischen Beschddigungen durch die Verwendung
eventuell inkompatibler Geréte und aus Griinden des Schutzes vor Schad-
software untersagt.

(3) Nicht kauflich erworbene Gerite (bspw. Spenden und Geschenke)
miissen bei der EDV-Abteilung des Bischoflichen Ordinariats gemeldet
werden und diirfen erst nach Freigabe genutzt werden.

(4) Der jeweilige Dienstgeber hat dafiir Sorge zu tragen, dass nur Gerite
zum Einsatz kommen, die frei von Schadsoftware sind.

(5) Alle Mitarbeiterinnen und Mitarbeiter sind fiir den Zustand der von
ihnen benutzten und der ihnen zum dienstlichen und teilweise zum priva-
ten Gebrauch {iiberlassenen Gerdte verantwortlich. Die jeweiligen Hin-
weise des Herstellers zur Benutzung und soweit notwendig und verfiigbar
zu Pflege und Reinigung sind zu beachten.

§5
Auftretende Defekte und Beschiidigungen

Sollten Defekte oder Beschddigungen an einem Gerit auftreten, so sind
diese unverziiglich dem jeweiligen Dienstgeber zu melden. Sollte der Ver-
dacht bestehen, dass die elektrische Betriebssicherheit eines Gerits durch
eine Beschéddigung gefihrdet ist, so ist dieses Gerdt umgehend durch den
Anwender auller Betrieb zu nehmen.

§6
Benutzeranmeldung

(1) Die Nutzung von Arbeitsplatzrechnern ist nur mit einer ordnungsge-
miBen Anmeldung erlaubt. Das Auflerkraftsetzen vorhandener Sicher-
heitsmafnahmen ist untersagt.

(2) Padagogisch genutzte Rechner, wie sie zum Beispiel in Kath. Tagesein-
richtungen fiir Kinder genutzt werden, sind keine dienstlichen Rechner.
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Diese piddagogischen Rechner diirfen nicht an das Verwaltungsnetz des
Dienstgebers angeschlossen werden. Die Rechner diirfen ebenfalls nicht
zu dienstlichen Zwecken verwendet werden.

§7
Softwarenutzung

(1) Jegliche zur Titigkeitsausiibung am Arbeitsplatz bendtigte Software
wird durch das Bischofliche Ordinariat nach Bedarf und vorheriger Prii-
fung zur Verfiigung gestellt.

(2) Die Erlaubnis zur Nutzung der Software und der zur Verfiigung ge-
stellten Softwarelizenzen ist auf dienstliche Zwecke beschrinkt, die Nut-
zung zur Ausiibung einer entgeltlichen Nebentitigkeit ist untersagt.

(3) Die Installation und Nutzung von nicht durch die EDV-Abteilung des
Bischoflichen Ordinariats freigegebener Software oder privater Software
ist untersagt.

(4) Die Weitergabe von durch das Bischofliche Ordinariat erworbenen
Lizenzen und Softwarenutzungsrechten an Dritte ist untersagt.

§8
Nutzung privater Datenverarbeitungssysteme

(1) Die Nutzung privater Rechner und privater Speichermedien im Netz-
werk des Dienstgebers ist untersagt.

(2) Die Verarbeitung und Speicherung dienstlicher, insbesondere perso-
nenbezogener Daten auf nicht-dienstlichen Datenverarbeitungssystemen
und Speichern ist untersagt.

§9
Schutz vor Schadsoftware

(1) Auf allen Servern, Arbeitsplatzrechnern und Notebooks werden vom
Dienstgeber aktuelle MaBBnahmen zur Vermeidung von Schadsoftware ge-
troffen.

(2) Es ist untersagt, diese MaBBnahmen in Hinsicht auf deren Schutzfunk-
tion zu dndern, zu deaktivieren, anderweitig zu manipulieren oder die
Software selbst zu deinstallieren.

(3) Sollten Anzeichen dafiir vorliegen, dass ein Gerit trotz aktivierter
Schutzsoftware mit einem Computervirus oder dhnlicher Schadsoftware
Jinfiziert* wurde, ist dies zum Schutz der auf dem jeweiligen Gerit befind-
lichen Daten und der anderen im Netzwerk befindlichen Geréte unver-
ziiglich der EDV-Abteilung mitzuteilen. Bis zur Klarung durch die EDV-
Abteilung ist das Gerédt vom Netzwerk des Dienstgebers zu trennen.



OVB Speyer 8/2018 1007

§10
Verwendung der E-Mail-Adressen mit Endung ,,...@bistum-speyer.de‘

(1) Fur dienstlichen E-Mail-Verkehr ist ausschlieflich der dienstliche
Mail-Account zu nutzen, der durch die/den jeweilige Nutzer/in auch regel-
mafig abzurufen ist.

(2) E-Mail-Adressen diirfen nur fiir direkte Kontakte verwendet werden
und nicht fiir 6ffentliche Zwecke (newsgroups, social media, etc.) im Inter-
net eingesetzt werden. Begriindete und dringende Ausnahmefille sind
iiber die Leitung der EDV-Abteilung des Bischoflichen Ordinariats zu be-
antragen und zu genehmigen.

(3) Die Verwendung der zur Verfiigung gestellten bistumseigenen E-Mail-
Adressen mit der Endung ,,...@bistum-speyer.de“ (dienstlicher Mail-
Account) ist ausschlieBlich auf dienstliche Zwecke beschrinkt. Eine pri-
vate Nutzung ist nicht gestattet. Wird eine solche E-Mail-Adresse von
Dritten zur Ubermittlung nicht-dienstlicher Informationen angesprochen,
so sind diese umgehend zu loschen. Dem Absender ist eine private
E-Mail-Adresse zu nennen.

§11
Verwendung des Internetzugangs am Arbeitsplatz

(1) Der am Arbeitsplatz zur Verfiigung stehende Internetzugang dient der
Informationsbeschaffung zu dienstlichen Zwecken.

(2) Das Herunterladen von Dateien, die potentiell mit Schadsoftware infi-
ziert sind, in das Ordinariats-Netzwerk, auf die Festplatte des lokalen Ar-
beitsplatzes oder auf sonstige Speichermedien ist untersagt und kann
durch die EDV-Abteilung automatisiert eingeschriankt werden.

(3) Die Liste der nicht herunterladbaren Dateitypen wird von der EDV-
Abteilung festgelegt. Diese Festlegung wird regelmifBig tiberpriift, der ak-
tuellen Sicherheitssituation angepasst und in der Durchfiihrungsverord-
nung zu diesem Gesetz veroffentlicht.

(4) Die gelegentliche, angemessene Nutzung des Internetzugangs zur pri-
vaten Informationsbeschaffung in Pausen ist gestattet. Die Nutzung eines
privaten Webmailpostfachs ist zuldssig, es diirfen jedoch keinerlei Datei-
anhédnge heruntergeladen oder gedffnet werden.

(5) Im Zusammenhang mit der gelegentlichen privaten Nutzung des Inter-
netzugangs ist die Nutzung von Online-Angeboten mit aktiven Inhalten
wie Online-Spielen, Chatrooms, anmelde- oder kostenpflichtigen Internet-
diensten (Ausnahme: Webmail) sowie die Nutzung jeglicher Angebote mit
erhohter Bandbreitennutzung nicht erlaubt.
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§12
Speicherung von Dateien im Netzwerk des Dienstgebers

(1) Die im Netzwerk des Dienstgebers verfiigbaren Speicherorte dienen
der sicheren und dauerhaften Speicherung erzeugter Dokumente. Auf dem
Dateiserver wird zu diesem Zweck eine entsprechende Struktur angelegt,
die sich nach Abteilungen bzw. Funktionsbereichen gliedert. Dateien sollen
nicht redundant — also an mehreren Orten gleichzeitig — gespeichert wer-
den, um unterschiedliche Versionsstdnde oder die Verwendung von veralte-
ten Dateien zu vermeiden. Die Daten, welche auf dem Dateiserver abge-
legt werden, sollen durch ein tigliches Backup gesichert werden.

(2) Wichtige Dateien diirfen nicht auf der lokalen Festplatte gespeichert
werden, sondern miissen auf dem Dateiserver gespeichert werden, da die-
ser einem téglichen Backup unterliegt. Weiter ist es untersagt, externe Da-
teiserver (,,Clouds®) zu nutzen, sofern diese nicht von der EDV-Abteilung
des Bischoflichen Ordinariats freigegeben sind. Das Nihere regelt die
Durchfiithrungsverordnung zu diesem Gesetz.

§13
Nutzung des Netzwerks des Dienstgebers

(1) Die Nutzung des Netzwerks des Dienstgebers und aller damit verbun-
denen Gerite und Dienste wie Dateiserver, Drucker, Internetzugang und
Telefon darf nur mit dem personlichen Benutzernamen und Passwort der
jeweiligen Mitarbeiterin oder des jeweiligen Mitarbeiters erfolgen.

(2) Bei Verlassen des Arbeitsplatzes ist der Arbeitsplatzrechner zu sperren
beziehungsweise auszuschalten.

§14
Nutzung von Funknetzwerken (WLAN)

(1) Es ist untersagt, eigene Gerite (Notebook, PC, Mobiltelefone) im
Access Point-Modus zu betreiben und damit anderen Gerédten den Zu-
gang zum Netzwerk des Dienstgebers zu ermoglichen.

(2) Bei der Verwendung von fremden WLAN-Zugéingen z.B. in Hotels ist

darauf zu achten, dass die Firewall des Betriebssystems und die Schutz-
software (,,Virenscanner*) aktiviert ist.

§15
Passworter

(1) Grundsitzlich hat jeder Mitarbeiter selbst fiir die dauerhafte Sicher-
heit seiner Passworter zu sorgen. Entsprechende Wechsel und die notwen-
dige Verschwiegenheit sind hierbei unumgénglich.
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(2) Alle Passworter — personliche als auch von mehreren Benutzern ge-
meinsam verwendete — sind so zu gestalten, dass diese den Festlegungen
der Durchfiihrungsverordnung zu diesem Gesetz entsprechen. Dies gilt
auch dann, wenn kein entsprechender Software-Mechanismus die Einhal-
tung der Richtlinie erzwingt.

(3) Personliche Kennworter sollten zur eigenen Sicherheit und zum
Schutz vor Missbrauch nie weitergegeben und auch nicht ungesichert no-
tiert werden.

(4) Die Weitergabe von nicht personenbezogenen Passwortern darf nur an
befugte Personen erfolgen. Es ist weiterhin sicherzustellen, dass allge-
meine Passworter nur an Orten gespeichert werden, die als sicher angese-
hen werden konnen.

(5) Passworter diirfen nicht in Passwort-Managern in Internet-Browsern
gespeichert werden.

§16
Mobile Geriite

(1) Gerite, welche auBer Haus mitgefiihrt werden, diirfen nicht unbeauf-
sichtigt gelassen werden. Ist eine dauerhafte Beaufsichtigung des Geréts
nicht moglich, so sind geeignete Mafinahmen zu treffen, um einen Dieb-
stahl moglichst effektiv zu verhindern.

(2) Passwortschutz, PIN-Abfragen und sonstige Schutzmechanismen diir-
fen nicht deaktiviert werden.

§17
Schlussbestimmungen

(1) Dieses Gesetz tritt zum 01.01.2019 in Kraft.

(2) Dieses Gesetz lisst die Rechte der Mitarbeiterinnen und Mitarbeiter
aus dem Mitarbeitervertretungsrecht unberiihrt (§ 55 MAVO).

(3) Die Durchfiihrungsverordnung zu diesem Gesetz erldsst der General-
vikar.

Speyer, den 7. Dezember 2018

+ (c&e .- #eoy (Geteconce
7

Dr. Karl-Heinz Wiesemann
Bischof von Speyer
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Bischofliches Ordinariat

260 Gesetz iiber den Einsatz elektronischer Informationstechnik im
Bistum Speyer — Durchfiihrungsverordnung (DVO-IT-Gesetz)

Aufgrund § 2 Abs. 2 des Gesetzes liber den Einsatz elektronischer Infor-
mationstechnik im Bistum Speyer IT-Gesetzes werden mit Wirkung vom
01.01.2019 fiir das Bischofliche Ordinariat und seine AuB3enstellen die fol-
genden Ausfithrungsbestimmungen getroffen.

L Zu § 4 Abs. 1 Definition der Hardwareausstattungen

Notwendige Geridte konnen sein:

- Computer (Desktop-Arbeitsplatz oder Laptop)

- Drucker

- Bildschirme

- Smartphones

- zusitzliche Peripheriegeridte wie Scanner, Beamer, etc.

Ergédnzend hierzu wird festgelegt:

- Alle Laptops werden zukiinftig verschliisselt.
- USB Anschliisse werden fiir USB Sticks und externe Datentriger
gesperrt.

Abweichende Regelungen bediirfen der expliziten Genehmigung durch
die Leitung der EDV-Abteilung. In Ausnahmefillen kénnen dienstliche
USB Sticks durch die EDV-Abteilung angeschafft und freigeschaltet wer-
den.

IL. Zu § 5 - Defekte und Beschidigungen

Defekte oder Beschddigungen von EDV-Geréten sind unverziiglich der
EDV-Abteilung zu melden. Dies geschieht in der Regel durch eine einfa-
che Mail an

edv-hilfe@bistum-speyer.de.

Durch die Meldung an die obengenannte Adresse wird automatisch ein
Ticket im Ticketsystem der EDV-Abteilung erstellt. Somit ist eine zeit-
nahe und nachvollziechbare Bearbeitung gewéhrleistet.

Sollte das Versenden einer Mail aufgrund des Defektes nicht mehr mog-
lich sein, konnen Sie den Fehler auch telefonisch bei jedem Mitarbeiter
der EDV-Abteilung melden. Das Ticket wird dann entsprechend manuell
angelegt.
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Bei zur Reparatur eingereichten Diensthandys nehmen die Mitarbeiter
der EDV-Abteilung keinen Einblick in die privaten Daten des Mitarbei-
ters.

JIIR Zu § 6 — Benutzeranmeldung
Eine Anmeldung am Netzwerk des Bischoflichen Ordinariats darf nur mit
einer ordnungsgeméifBen Benutzeranmeldung erfolgen.

Eine ordnungsgemifBe Anmeldung erfolgt tiber den Windows-Anmelde-
bildschirm:

Im Windows Anmeldebildschirm wird der Benutzername eingeblendet.
Das einzugebende Kennwort dient zur Anmeldung an ihrem lokalen
Rechner und gleichzeitig zur Anmeldung und Authentifizierung sowie der
Zuteilung der Berechtigungen im Netzwerk des Bischoflichen Ordinariats.
Dieses Kennwort wird deshalb auch Netzwerkkennwort genannt.

Eine Anmeldung mit einem anderen als dem eigenen Netzwerkkennwort
sowie unter einem anderen, fremden Benutzernamen ist untersagt.

Ebenso untersagt ist die Umgehung der Anmeldung mit einer automati-
schen Anmeldung ohne Eingabe des Netzwerkkennworts.

Iv. Zu § 8 Abs. 2 — Nicht dienstliche Verarbeitungssysteme

Als nicht-dienstliche Verarbeitungssysteme werden folgende Systeme de-
finiert:

- USB-Sticks

- externe Festplatten

- private PCs und Laptops

- nicht zugelassene Cloud-Dienste (dropbox, private Cloud-Dienste,
etc.)

- nicht zugelassene Messenger-Dienste (WhatsApp etc.)

- private Smartphones ohne Container-Sicherheits-Apps
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Dienstliche Daten diirfen nicht dauerhaft und ausschlielich auf Laufwerk
c:\ (lokales Laufwerk des Arbeitsplatzrechners) gespeichert werden. Eine
Speicherung zum Zwecke eines Vortrags extern oder eines Arbeitseinsat-
zes auBerhalb des Bischoflichen Ordinariats ist erlaubt. Im Falle eines De-
fekts des Arbeitsplatzrechners konnen diese Daten nicht wieder herge-
stellt werden und sind verloren.

Dienstliche Daten sind auf den entsprechenden Netzwerklaufwerken
(personlich oder Gruppe) zu speichern. Dort werden die Daten regelmé-
Big gesichert. Personliche Daten sind im Laufwerk F: abzuspeichern. Dies
ist ein personliches Laufwerk, andere Mitarbeiter haben auf dieses Lauf-
werk keinen Zugriff (auch nicht vertretungsweise).

Dateien, welche fiir alle Mitarbeiter einer Gruppe beziehungsweise einer
Abteilung relevant sind, miissen im Laufwerk G: gespeichert werden.

Dateien, welche abteilungsiibergreifend einer bestimmten Gruppe an Mitar-
beitern zugénglich sein sollen, werden in Laufwerk S: (sonstiges) gespeichert.

Hier konnen iiber die EDV-Abteilung entsprechende Ordner mit den ent-
sprechenden Zugangsberechtigungen beantragt und eingerichtet werden.

V. Zu § 9 Abs.1 - Schutz vor Schadsoftware und Umgang mit
Spam-Mails

Die vom Dienstgeber getroffenen Maflnahmen zur Abwehr von Schad-
software und Spam-Mails basieren im Wesentlichen auf 3 Prozessen, die
hier folgend als kurze Informationen dargestellt werden.

Es ist untersagt, diese 3 Maflnahmen auszuschalten bzw. zu dndern oder
sonst in irgendeiner Weise zu manipulieren.

A. Firewall
Die Firewall ist ein Soft- und hardwarebasiertes System, das zwi-
schen das Netz des Bischoflichen Ordinariats und 6ffentliche Netze
(Internet) geschaltet wird, um den unbefugten Zugriff auf Rechner
von auflen zu verhindern und so interne Daten zu schiitzen.

B. Antivirus-Software (AV)
Ein Antivirenprogramm schiitzt Computer vor schidlicher Soft-
ware. Diese Software ist in der Lage, bekannte Computerviren
aufzuspiiren, zu blockieren und gegebenfalls zu beseitigen.

C. RegelmiBige Updates
Programmfehler in Systemprogrammen (Win 7, Win 10) oder in
Anwendungsprogrammen (MS Office, Acrobat-Gruppe, ...) wer-
den oft genutzt, um Schadsoftware in ein fremdes Netz einzu-
schleusen.
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Die Hersteller der Software versuchen, durch Aktualisierungen
der Software (,,Updates* oder ,,Patches) diese Sicherheitsliicken
zu schlief3en.

Die von den Softwareherstellern ausgelieferten Sicherheits-Upda-
tes werden von der EDV-Abteilung regelméfig und automatisiert
eingespielt.

Trotz allen Sicherheitsvorkehrungen, die diese Malnahmen bieten, helfen
diese nur beschriankt. Fin ganz geringer Bruchteil sogenannter Spam-
Mails kann nicht erkannt werden und gelangt so in den Maileingang unse-
rer Mitarbeiter.

Die Definition von Spam reicht von Werbenachrichten tiber illegale Ange-
bote bis hin zu unerwiinschten Massenmails jeglicher Art und kann somit
auch Betrugs- oder Virenmails umfassen.

Spam-Mails stellen heutzutage ein Haupteinfallstor fiir Schadsoftware dar.

Umso wichtiger ist der richtige Umgang mit diesen Spam-Mails, damit das
Netzwerk des Bischoflichen Ordinariats nicht mit Schadsoftware infiziert
wird.

Wie sind Spam Mails zu erkennen:

Die folgenden Tipps erleichtern das Erkennen von Spam-Mails. Im Zwei-
fel sollten Sie aber immer auch durch eigene Recherche — z. B. durch di-
rekte Kontaktaufnahme mit dem Absender — sicherstellen, ob der Inhalt
einer verdiachtigen E-Mail wirklich vertrauenswiirdig ist oder nicht.

1. Kennen Sie den Absender?

Manchen Spam kénnen Sie noch vor dem Offnen der E-Mail erkennen.
Sie wissen, welche Nachrichten Sie von Ihrem E-Mail-Anbieter erhalten,
welche Newsletter Sie abonniert haben, welche Online-Dienste Sie nutzen
und natiirlich kennen Sie auch Ihre Freunde und Bekannten. Eine E-Mail
eines Thnen vollig unbekannten Absenders sollte Thnen daher direkt ins
Auge fallen. Aber:

J Technisch versierte Spammer konnen den Absender einer E-Mail
falschen und sich so beispielsweise fiir ,,PayPal“, ,,Microsoft* oder
andere namhafte Firmen ausgeben.

o Spam kann auch von Ihnen bekannten Personen (Kollegen, etc.)
stammen. Sprechen Sie den Kollegen direkt an, wenn Thnen eine
Mail ungewohnlich vorkommt.

Spam Mails kénnen heutzutage auch gefélschte Absenderadressen enthal-
ten (bspw. von Kollegen) und sind oft in fehlerfreiem Deutsch geschrie-
ben. Hier gilt besondere Achtsamkeit.
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2. Ist der Betreff und der Inhalt ungewohnlich?

Ein zusitzliches Erkennungsmerkmal neben dem Absender ist der Betreff
einer E-Mail, der Thnen Anhaltspunkte fiir den fragwiirdigen Inhalt einer
E-Mail geben kann.

Mails von Kollegen mit ungewohnlichen Inhalten sind ebenfalls verdéchtig.
3. Enthélt die E-Mail drangende Handlungsaufforderungen?

Die Aufforderung, etwas in einer E-Mail unbedingt anzuklicken und per-
sonliche Informationen preiszugeben (Bsp.: ,,Folgen Sie jetzt diesem Link,
um Thre Login-Informationen zu bestiitigen.*), ist verdéchtig (,,Phishing*).
Deshalb kann so eine dringende Aufforderung ein Merkmal fiir eine ge-
falschte E-Mail sein.

Reaktion auf Spam-Mails

- Auf Spam-Mails darf nicht reagiert werden.

- Antworten Sie nicht und leiten Sie die Mail nicht weiter.

- Klicken Sie nicht auf die Links.

- Laden Sie keine Anhéinge herunter und 6ffnen Sie keine Anhénge.

- Spam-Mails sind direkt aus dem Posteingang und dem ,,Geloscht®-
Ordner zu 16schen.

- Falls Sie im Zweifel sind, ob eine Mail gefilscht ist, kontaktieren
Sie den Absender telefonisch oder melden Sie sich bei der EDV-
Abteilung.

Mailweiterleitung

Bei Abwesenheit (Urlaub, Krankheit o0.4.) darf keine automatische
Weiterleitung der Mails erfolgen. In der entsprechend eingestellten Abwe-
senheitsnotiz sollte lediglich einen alternative Vertretungs-Mailadresse ge-
nannt werden.

VI Zu § 11 Abs. 3 und 5 — Verwendung des Internetzugangs

Die meisten Viren werden von ihren Opfern selbst gestartet. Viren werden in
Dateiformate verpackt, die von PC-Nutzern als harmlos eingestuft werden.

Um eine unabsichtliche Aktivierung eines Virus zu verhindern, konnen
folgende Dateiformate nicht aus dem Internet bzw. aus E-Mails herunter-
geladen werden:

- .exe (austithrbare Dateien)
- .ZIp (komprimierte Dateiarchive)
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- .bat (Befehlsfolgen zur direkten Ausfithrungen)

- .doc (MS-Word bis Version 2003)

- Xls (MS-Excel bis Version 2003)

- .ppt (MS-PowerPoint bis Version 2003)

- .dot (Dokumentenvorlagen MS-Office bis Version 2003)

Hinweis:

Falls Sie eine alte Version eines MS-Office Dokuments per Mail erhalten,
dann bitten Sie den Absender, das Dokument in eine neue Version des
Formats (.docx, .xIsx, .pptx, .dotx, ...) umzuwandeln. Dies gilt analog fiir
Dokumente, die Sie versenden. Hier gilt: nur noch Dokumente in neuem
Dateiformat versenden.

Das Umwandeln eines alten Dateiformats in das jeweils neueste Dateifor-
mat geschieht wie folgt:

Offnen Sie das alte Dokument in einer neuen MS-Office Version und
speichern Sie das Dokument dann mit der Funktion ,Speichern unter*
und wihlen dabei als Dateiformat das entsprechend neueste Format aus
(hier ,,Word-Dokument*)

Es wird nun eine Datei mit dem Dateiformat .docx (resp. .xlsx, .pptx) er-
stellt.

Streaming Dienste (youtube, Radio und Fernsehen, ...)

Die Nutzung von Streaming-Diensten, die eine erhohte Nutzung der
Internet-Bandbreite benotigen, ist untersagt, kann aber fiir dienstliche
Zwecke freigegeben werden.

Streaming-Dienste sind u.a.:

- Radio und Fernsehprogramme
- Videokanilen (youtube, etc.)

sowie die
- Synchronisierung von Clouddiensten (dropbox, icloud, etc.)

VIIL Zu § 12 - Cloud- und Messenger-Dienste

Cloud-Dienste

Cloud Computing beschreibt die Bereitstellung von IT-Infrastruktur
(Speicherplatz, Rechenleistung, Anwendungssoftware, etc.) als Dienstleis-
tung iiber das Internet. Angebot und Nutzung dieser Dienstleistungen er-
folgen dabei ausschliefllich iiber Webbrowser.
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Daten, welche in solchen Cloud-Diensten gespeichert werden, liegen da-
mit auBBerhalb des Rechenzentrums des Bischoflichen Ordinariats.

Die dienstliche Nutzung von Cloud-Diensten, deren physikalische Daten-
speicherung auflerhalb des EWR und der Schweiz stattfindet, ist unter-
sagt. Die entsprechenden Regelungen finden sich im KDG (OVB 3/2018).
Dies betrifft insbesondere Dienste wie

- Dropbox
- iCloud

- Google Cloud
- etc.

Sind Sie nicht sicher, ob der von Thnen genutzte Cloud-Dienst den gesetz-
lichen Anforderungen geniigt, so richten Sie bitte unter it-sicherheit@bistum-
speyer.de eine kurze Anfrage an die EDV des Bischéflichen Ordinariats.

Cloud-Dienste, die die formalen Anforderungen an die gesetzlichen
Grundlagen des KDG erfiillen, miissen vor Nutzung durch die EDV-Ab-
teilung gepriift und freigegeben werden.

Eine jeweils aktuelle Liste der freigegebenen Cloud-Dienste erhalten sie
bei der EDV-Abteilung des Bischoflichen Ordinariats. Ihre Anfrage rich-
ten Sie bitte an it-sicherheit@bistum-speyer.de.

Messenger-Dienste

Die Nutzung von Messenger-Diensten wie Whatsapp, Facebook-Messen-
ger etc. ist ebenfalls untersagt.

VIIIL. Zu § 13 Abs. 2 — Zugang und Sperre Arbeitsplatz

Beim Verlassen des Arbeitsplatzes ist der Rechner entweder auszuschal-
ten (am Ende des Arbeitstages) oder der Bildschirm zu sperren, wenn die
Arbeit spéter fortgesetzt werden soll.

Das Aktivieren der Bildschirmsperre in Windows kann mit folgender Tas-
tenkombination durchgefiihrt werden:

Windows-Logo-Taste S@+L
Bei der Riickkehr zum Arbeitsplatz ist zum Entsperren des Bildschirms
die Eingabe des Windows-Anmeldekennwortes erforderlich.

Beim Verlassen des leeren Biiros ist die Biirotiir abzuschlieen. Dies gilt
auch fiir ein kurzfristiges Verlassen des Biiros.
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Gewihren Sie keinen betriebsfremden Personen Zugang zu Arbeitsplatz-
rechnern, auch wenn diese Personen vorgeben, als Servicetechniker oder
dhnliches im Auftrag der EDV-Abteilung, Kanzlei zu agieren. Halten Sie
im Zweifel Riicksprache mit der EDV-Abteilung.

Anfragen nach Fernwartung durch externe Dienstleister bediirfen der
Freigabe der EDV-Abteilung.

Ein selbstindiges Offnen des Fernwartungszugangs ist untersagt.

»Alte“ oder defekte Datentriager (Disketten, CD-ROMs, USB-Sticks,
Festplatten usw.) diirfen nicht weggeworfen werden, sondern sind bei der
EDV zur zentralen, datenschutzzertifizierten Vernichtung abzugeben.

IX. Zu § 14 Abs.1 - WLAN

Definition Access Point Modus:

In einem WLAN ist ein Access Point (AP) eine Station, die Daten emp-
fangt und sendet. Ein Access Point verbindet Anwender mit anderen Nut-
zern im Netzwerk und kann auch als Verbindungspunkt zwischen dem
Funknetz und dem drahtgebundenen Netzwerk (LAN) fungieren. Verein-
facht gesprochen ist ein Access Point eine Hardware, die Nutzern per Wi-
reless LAN Zugriff auf Netzwerkressourcen und gegebenfalls das Internet
ermoglicht.

Access Points werden oft auch drahtloser Zugriffspunkt oder Basisstation
genannt. Als Hotspot bezeichnet man 6ffentlich zugidngliche Access Points.

Smartphones kénnen im Access Point Modus betrieben werden, d. h. das
Smartphone verbindet sich iiber das Funknetz mit dem Internet und steht
gleichzeitig Anwendern in der Nihe iiber WLAN als zentraler Zugriffs-
punkt ins Internet zur Verfiigung. Uber das Smartphone als Zugriffspunkt
kann sich bspw. ein Laptop in das Internet verbinden.

X. Zu § 15 Abs. 1 und 4 - Kennwort

Ein Kennwort dient zur Authentifizierung. Durch ein Kennwort weist sich
eine Person aus und bestitigt seine eigene Identitdt. Neben der Rolle
JIdentifizieren von Personen®“ werden Passworter auch dazu verwendet,
um bestimmte Berechtigungen nachzuweisen (z Bsp. auf Ordner oder auf
Programme).

Das Netzwerkkennwort, welches von den Mitarbeitern des Bischoflichen
Ordinariats verwendet wird, um sich am Rechner anzumelden, identifi-
ziert den Mitarbeiter im Netzwerk des BO und ermoglicht ihm das Arbei-
ten im System mit den ihm zugeteilten Rechten.
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Die Authentizitat des sich Ausweisenden ist nur so lange sichergestellt,
wie das Kennwort geheim bleibt und es Dritten nicht zugénglich ist.

Neuen Mitarbeitern wird zu Beginn der Arbeitsaufnahme durch die EDV-
Abteilung ein neues Netzwerkkennwort mitgeteilt. Bei der ersten Anmel-
dung des Systems muss dieses Kennwort durch den Mitarbeiter auf ein
personliches Kennwort gedndert werden.

Netzwerkkennworter sind generell 12 Monate giiltig. Nach Ablauf dieser
Frist 1duft das Systemkennwort ab und muss vom Mitarbeiter gedndert
werden.

Fiir die Neuerstellung des Kennworts gilt folgende Richtlinie:
- Das Kennwort muss mindestens 12 Zeichen lang sein.

- Im Kennwort muss mindestens ein Grof3buchstabe, eine Zahl und
ein Sonderzeichen enthalten sein.

Hinweise zum sicheren Umgang mit Kennwortern:

1. Verwenden Sie moglichst komplexe Kennworter und vermeiden Sie da-
her ,einfache” Kennworter wie: ,123456789012° oder sonstige fortlau-
fende Kennworter und andere Muster.

Tipp:
Bilden Sie einen Satz, bei dem Sie die Anfangsbuchstaben der Worter zum
Passwort zusammensetzen.

Beispiel:
Lobe den Herren, den mdchtigen Konig der Ehren (GL 392)

wird als Passwort zu
LdHdmKdE#392

2. Verwenden Sie beim Wechsel des Kennworts keine dhnlichen Kennwor-
ter.

Zihlen Sie beispielsweise keine Passworter hoch und verwenden Sie
keine ID’s fiir Zeitrdume (Quartal, Jahr, etc. ...).

Beispiele fiir nicht erlaubte Kennwortfolgen:

DOM2018 BOSP-Z1

DOM2019 BOSP-Z2

DOM2020 BOSP-Z3
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3. Notieren Sie das Passwort auf keinen Fall auf Papier, Post-It’s etc.
4. Speichern Sie keine Passworter unverschliisselt auf ihrem PC.

Um eine Vielzahl an Kennwortern verschliisselt auf dem PC zu speichern,
gibt es entsprechende Software (,,Kennwort-Safe®), die dies ermoglicht.

Bei Bedarf kann diese Software von der EDV-Abteilung zur Verfiigung
gestellt werden.

5. Geben Sie ihre Passworter auf keinen Fall an Dritte weiter.

Niemand (Vorgesetze, Kollegen und EDV) hat das Recht, Thr personliches
Passwort zu kennen.

Geben Sie Thr Passwort auch nicht an externe Dienstleister (Techniker fiir
Hardware; Firmen, die per Fernwartung Wartungsarbeiten auf unserem
System durchfiihren, etc.).

6. Speichern Sie IThr Kennwort nicht im Kennwort-Manager ihres Internet
Browsers.

Der Internet Browser fragt Sie nach Eingabe eines Passworts danach, ob
das Passwort fiir weitere Anwendungen gespeichert werden sollen.

Beispiel:

¢ ’ Soll Firefox die Zugangsdaten fiir bistum-speyer.de
speichern?

| AKN_EDV |

[] Passwort anzeigen

Das Kennwort darf niemals gespeichert werden. Der Kennwortmanager
kann leicht ausgelesen werden und die Kennworter missbraucht werden.

Es wird empfohlen, bereits gespeicherte Passworter ihres Internet Brow-
sers zu 16schen.
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XI. Anhang

Fiir weitere Anfragen in den Bereichen IT-Sicherheit und Datenschutz
nutzen Sie bitte folgende spezifische E-Mailadressen:

Fragen zur IT-Sicherheit: it-sicherheit@bistum-speyer.de

Fragen zum Datenschutz: datenschutz@bistum-speyer.de

Speyer, den 7. Dezember 2018

Col R

Andreas Sturm
Generalvikar

261  Durchfiihrungsverordnung zum Gesetz iiber den Kirchlichen
Datenschutz (KDG-DVO)

in der Fassung des einstimmigen Beschlusses der Vollversammlung des
Verbandes der Didzesen Deutschlands vom 19. November 2018

Aufgrund des § 56 des Gesetzes iiber den Kirchlichen Datenschutz
(KDG) vom 2. Mirz 2018, veroffentlicht im Oberhirtlichen Verordnungs-
blatt vom 22. Mirz 2018, wird die folgende Durchfithrungsverordnung
zum KDG (KDG-DVO) erlassen:

Inhaltsverzeichnis

Kapitel 1
Verarbeitungstitigkeiten

§ 1 Verzeichnis von Verarbeitungstétigkeiten

Kapitel 2

Datengeheimnis

§ 2 Belehrung und Verpflichtung auf das Datengeheimnis
§ 3 Inhalt der Verpflichtungserkldarung
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Kapitel 3
Technische und organisatorische Manahmen

Abschnitt 1
Grundsitze und MaBBnahmen

§ 4 Begriffsbestimmungen (IT-Systeme, Lesbarkeit)
§ 5 Grundsétze der Verarbeitung

§ 6 Technische und organisatorische Maflnahmen

§ 7 Uberpriifung

§ 8 Verarbeitung von Meldedaten in kirchlichen Rechenzentren
Abschnitt 2

Schutzbedarf und Risikoanalyse

§ 9 Einordnung in Datenschutzklassen

§ 10 Schutzniveau

§ 11 Datenschutzklasse I und Schutzniveau I

§ 12 Datenschutzklasse 11 und Schutzniveau II

§ 13 Datenschutzklasse IIT und Schutzniveau IIT

§ 14 Umgang mit Daten, deren Kenntnis dem Beicht- oder Seelsorge-
geheimnis unterliegt

Kapitel 4

MaBnahmen des Verantwortlichen und des Mitarbeiters

§ 15 MaBnahmen des Verantwortlichen

§ 16 MafBnahmen des Verantwortlichen zur Datensicherung
§ 17 MaBnahmen des Mitarbeiters

Kapitel 5

Besondere Gefahrenlagen

§ 18 Autorisierte Programme

§ 19 Nutzung dienstlicher IT-Systeme zu auch privaten Zwecken
§ 20 Nutzung privater I'T-Systeme zu dienstlichen Zwecken
§ 21 Externe Zugriffe, Auftragsverarbeitung

§ 22 Verschrottung und Vernichtung von IT-Systemen, Abgabe von IT-Sys-
temen zur weiteren Nutzung

§ 23 Passwortlisten der Systemverwaltung
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§ 24 Ubermittlung personenbezogener Daten per Fax

§ 25 Sonstige Formen der Ubermittlung personenbezogener Daten

§ 26 Kopier-/Scangerite

Kapitel 6
Ubergangs- und Schlussbestimmungen

§ 27 Ubergangsbestimmungen
§ 28 Inkrafttreten, AuBerkrafttreten, Uberpriifung
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Kapitel 1
Verarbeitungstitigkeiten

§1
Verzeichnis von Verarbeitungstitigkeiten

Das vom Verantwortlichen gemif § 31 Absatz 1 bis Absatz 3 KDG
zu fiihrende Verzeichnis von Verarbeitungstitigkeiten ist dem be-
trieblichen Datenschutzbeauftragten, sofern ein solcher benannt
wurde, vor Beginn der Verarbeitung von personenbezogenen Da-
ten und auf entsprechende Anfrage der Datenschutzaufsicht auch
dieser unverziiglich zur Verfiigung zu stellen.

Fiir bereits zum Zeitpunkt des Inkrafttretens dieser Durchfiih-
rungsverordnung erfolgende Verarbeitungstitigkeiten, fiir die
noch kein Verzeichnis von Verarbeitungstitigkeiten erstellt wurde,
gilt die Ubergangsfrist des § 57 Absatz 4 KDG.

Sofern die zustidndige Datenschutzaufsicht ein Muster fiir ein Ver-
zeichnis von Verarbeitungstitigkeiten gemif3 § 31 KDG zur Verfii-
gung stellt, bildet dieses grundsétzlich den Mindeststandard.

Nach den Vorschriften der Anordnung tiber den kirchlichen Da-
tenschutz (KDO) bereits erstellte Verfahrensverzeichnisse sind in
entsprechender Anwendung des § 57 Absatz 4 KDG den Vorgaben
des § 31 KDG entsprechend bis zum 30.06.2019 anzupassen. Ab-
satz 3 gilt entsprechend.

Das Verzeichnis ist bei jeder Verdnderung eines Verfahrens zu ak-
tualisieren. Im Ubrigen ist es in regelméfBigen Abstdnden von
hochstens zwei Jahren einer Uberpriifung durch den Verantwort-
lichen zu unterzichen und bei Bedarf zu aktualisieren. Die Uber-
priifung ist in geeigneter Weise zu dokumentieren (Dokumenten-
historie).
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Kapitel 2
Datengeheimnis

§2
Belehrung und
Verpflichtung auf das Datengeheimnis

Zu den bei der Verarbeitung personenbezogener Daten tétigen Per-
sonen im Sinne des § 5 KDG gehoren die in den Stellen gemaB § 3
Absatz 1 KDG Beschiftigten im Sinne des § 4 Ziffer 24 KDG sowie
die dort ehrenamtlich tdtigen Personen (Mitarbeiter im Sinne dieser
Durchfiihrungsverordnung, im Folgenden: Mitarbeiter).

Durch geeignete MaBBnahmen sind die Mitarbeiter mit den Vor-
schriften des KDG sowie den anderen fiir ihre Tétigkeit geltenden
Datenschutzvorschriften vertraut zu machen. Dies geschieht im
Wesentlichen durch Hinweis auf die fiir den Aufgabenbereich der
Person wesentlichen Grundsitze und Erfordernisse und im Ubri-
gen durch Bekanntgabe der entsprechenden Regelungstexte in der
jeweils giiltigen Fassung. Das KDG und diese Durchfiihrungsver-
ordnung sowie die sonstigen Datenschutzvorschriften werden zur
Einsichtnahme und etwaigen Ausleihe bereitgehalten oder elektro-
nisch zur Verfiigung gestellt; dies ist den Mitarbeitern in geeigneter
Weise mitzuteilen.

Ferner sind die Mitarbeiter zu belehren iiber

a) die Verpflichtung zur Beachtung der in Absatz 2 genannten
Vorschriften bei der Verarbeitung personenbezogener Daten,

b) mogliche rechtliche Folgen eines VerstoBes gegen das KDG
und andere fiir ihre Tétigkeit geltende Datenschutzvorschrif-
ten,

c) das Fortbestehen des Datengeheimnisses nach Beendigung der
Tatigkeit bei der Datenverarbeitung.

Bei einer wesentlichen Anderung des KDG oder anderer fiir die
Tatigkeit der Mitarbeiter geltender Datenschutzvorschriften sowie
bei Aufnahme einer neuen Tétigkeit durch den Mitarbeiter hat in-
soweit eine erneute Belehrung zu erfolgen.

Die Mitarbeiter haben in nachweisbar dokumentierter Form eine
Verpflichtungserklarung geméfl § 3 abzugeben. Diese Verpflich-
tungserkldrung wird zu der Personalakte bzw. den Unterlagen des
jeweiligen Mitarbeiters genommen. Dieser erhilt eine Ausferti-
gung der Erklarung.

Die Verpflichtung auf das Datengeheimnis erfolgt durch den Ver-
antwortlichen oder einen von ihm Beauftragten.
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§3
Inhalt der Verpflichtungserklirung

Die geméfl § 2 Absatz 5 nachweisbar zu dokumentierende Ver-
pflichtungserkldarung des Mitarbeiters gemif3 § 5 Satz 2 KDG hat
zum Inhalt

a) Angaben zur Identifizierung des Mitarbeiters (Vorname, Zu-
name, Beschiftigungsdienststelle, Personalnummer sowie, so-
fern Personalnummer nicht vorhanden, Geburtsdatum und An-
schrift),

b) die Bestitigung, dass der Mitarbeiter auf die fiir die Ausiibung
seiner Tétigkeit spezifisch geltenden Bestimmungen und im
Ubrigen auf die allgemeinen datenschutzrechtlichen Regelun-
gen in den jeweils geltenden Fassungen sowie auf die Moglich-
keit der Einsichtnahme und Ausleihe dieser Texte hingewiesen
wurde,

c) die Verpflichtung des Mitarbeiters, das KDG und andere fiir
seine Tétigkeit geltende Datenschutzvorschriften in den jeweils
geltenden Fassungen sorgfiltig einzuhalten,

d) die Bestitigung, dass der Mitarbeiter iiber rechtliche Folgen ei-
nes VerstoBles gegen das KDG sowie gegen sonstige fiir die
Austibung seiner Titigkeit spezifisch geltende Bestimmungen
belehrt wurde.

Die Verpflichtungserkldrung ist von dem Mitarbeiter unter An-
gabe des Ortes und des Datums der Unterschriftsleistung zu unter-
zeichnen oder auf eine andere dem Verfahren angemessene Weise
Zu signieren.

Sofern die zustidndige Datenschutzaufsicht ein Muster einer Ver-
pflichtungserkldarung zur Verfiigung stellt, bildet dieses den Min-
deststandard. Bisherige Verpflichtungserkldarungen nach § 4 KDO
bleiben wirksam.

Kapitel 3
Technische und organisatorische Manahmen
Abschnitt 1
Grundsiitze und Mainahmen
§4
Begriffsbestimmungen
(IT-Systeme, Lesbarkeit)

IT-Systeme im Sinne dieser Durchfiihrungsverordnung sind alle
elektronischen Geréte und Softwareldsungen, mit denen personen-
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bezogene Daten verarbeitet werden. Elektronische Geréte konnen
als Einzelgeridt oder in Verbindung mit anderen IT-Systemen
(Netzwerken) bzw. anderen Systemen als Datenverarbeitungsan-
lage installiert sein. Softwarelosungen sind Programme, die auf
elektronischen Geriten eingerichtet oder iiber Netzwerke abruf-
bar sind.

Unter den Begriff , IT-Systeme* fallen insbesondere auch mobile
Gerite und Datentriger (z. B. Notebooks, Smartphones, Tablet-
computer, Mobiltelefone, externe Speicher); ferner Drucker, Fax-
gerite, IP-Telefone, Scanner und Multifunktionsgerite, die Scan-
ner-, Drucker-, Kopierer- und/oder Faxfunktionalitédt beinhalten.

Unter Lesbarkeit im Sinne dieser Durchfiihrungsverordnung ist
die Moglichkeit zur vollstindigen oder teilweisen Wiedergabe des
Informationsgehalts von personenbezogenen Daten zu verstehen.

§5
Grundsitze der Verarbeitung

Der Verantwortliche hat sicher zu stellen, dass bei der Verarbei-
tung personenbezogener Daten durch innerbetriebliche Organisa-
tion und mittels technischer und organisatorischer Maflnahmen
die Einhaltung des Datenschutzes gewihrleistet wird.

Die Verarbeitung personenbezogener Daten auf IT-Systemen darf
erst erfolgen, wenn der Verantwortliche und der Auftragsverarbei-
ter die nach dem KDG und dieser Durchfiihrungsverordnung er-
forderlichen technischen und organisatorischen Maflnahmen zum
Schutz dieser Daten getroffen haben.

§6
Technische und organisatorische MaBinahmen

Je nach der Art der zu schiitzenden personenbezogenen Daten
sind unter Berticksichtigung von §8§ 26 und 27 KDG angemessene
technische und organisatorische MaBBnahmen zu treffen, die geeig-
net sind,

a) zu verhindern, dass unberechtigt Riickschliisse auf eine be-
stimmte Person gezogen werden konnen (z. B. durch Pseudony-
misierung oder Anonymisierung personenbezogener Daten),

b) einen wirksamen Schutz gegen eine unberechtigte Verarbei-
tung personenbezogener Daten insbesondere wihrend ihres
Ubertragungsvorgangs herzustellen (z.B. durch Verschliisse-
lung mit geeigneten Verschliisselungsverfahren),
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c) die Vertraulichkeit, Integritiit, Verfiigbarkeit und Belastbarkeit
der Systeme und Dienste zum Schutz vor unberechtigter Verar-
beitung auf Dauer zu gewéhrleisten und dadurch Verletzungen
des Schutzes personenbezogener Daten in angemessenem Um-
fang vorzubeugen,

d) im Fall eines physischen oder technischen Zwischenfalls die
Verfiigbarkeit der personenbezogenen Daten und den Zugang
zu ihnen rasch wiederherzustellen (Wiederherstellung).

Im Einzelnen sind fiir die Verarbeitung personenbezogener Daten
in elektronischer Form insbesondere folgende MalBnahmen zu
treffen:

a) Unbefugten ist der Zutritt zu IT-Systemen, mit denen perso-
nenbezogene Daten verarbeitet werden, zu verwehren (Zutritts-
kontrolle).

b) Es ist zu verhindern, dass IT-Systeme von Unbefugten genutzt
werden konnen (Zugangskontrolle).

¢) Die zur Benutzung eines I'T-Systems Berechtigten diirfen aus-
schlieflich auf die ihrer Zustindigkeit unterliegenden perso-
nenbezogenen Daten zugreifen konnen; personenbezogene
Daten diirfen nicht unbefugt gelesen, kopiert, verdandert oder
entfernt werden (Zugriffskontrolle).

d) Personenbezogene Daten sind auch wihrend ihrer elektroni-
schen Ubertragung oder wihrend ihres Transports oder ihrer
Speicherung auf Datentrigern gegen unbefugtes Auslesen, Ko-
pieren, Verdndern oder Entfernen durch geeignete Malinah-
men zu schiitzen.

e) Es muss iiberpriift und festgestellt werden konnen, an welche
Stellen eine Ubermittlung personenbezogener Daten durch Ein-
richtungen zur Dateniibertragung erfolgt (Weitergabekontrolle).
Werden personenbezogene Daten auf3erhalb der vorgesehenen
Datentibertragung weitergegeben, ist dies zu protokollieren.

f) Es ist grundsitzlich sicher zu stellen, dass nachtriglich iiber-
priift und festgestellt werden kann, ob und von wem personen-
bezogene Daten in IT-Systemen verarbeitet worden sind (Ein-
gabekontrolle). Die Eingabekontrolle umfasst unbeschadet der
gesetzlichen Aufbewahrungsfristen mindestens einen Zeitraum
von sechs Monaten.

g) Personenbezogene Daten, die im Auftrag verarbeitet werden,
diirfen nur entsprechend den Weisungen des Auftraggebers
verarbeitet werden (Auftragskontrolle).

h) Es ist zu gewihrleisten, dass personenbezogene Daten gegen
zufdllige Zerstorung oder Verlust geschiitzt sind (Verfiigbar-
keitskontrolle).
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i) Esist zu gewihrleisten, dass zu unterschiedlichen Zwecken er-
hobene Daten getrennt verarbeitet werden (Trennungsgebot).

j) Im Netzwerk- und im Einzelplatzbetrieb ist eine abgestufte
Rechteverwaltung erforderlich. Anwender- und Administra-
tionsrechte sind zu trennen.

Absatz 2 gilt entsprechend fiir die Verarbeitung personenbezoge-
ner Daten in nicht automatisierter Form sowie fiir die Verarbei-
tung personenbezogener Daten au3erhalb der dienstlichen Raum-
lichkeiten, insbesondere bei Telearbeit.

. 87
Uberpriifung

Zur Gewdihrleistung der Sicherheit der Verarbeitung sind die ge-
troffenen technischen und organisatorischen Mafnahmen durch
den Verantwortlichen regelméBig, mindestens jedoch im Abstand
von jeweils zwei Jahren, auf ihre Wirksamkeit zu iiberpriifen. Zu
diesem Zweck ist ein fiir die jeweilige kirchliche Stelle geeignetes
und angemessenes Verfahren zu entwickeln, welches eine verléssli-
che Bewertung des Ist-Zustandes und eine zweckmaifige Anpas-
sung an den aktuellen Stand der Technik erlaubt.

Insbesondere die Vorlage eines anerkannten Zertifikats gemal3 § 26
Absatz 4 KDG durch den Verantwortlichen ist als Nachweis zuléssig.

Die Uberpriifung nach Absatz 1 ist zu dokumentieren.
Fiir den Fall der Auftragsverarbeitung gilt § 15 Absatz 5.

§8
Verarbeitung von Meldedaten in kirchlichen Rechenzentren

Werden personenbezogene Daten aus den Melderegistern der
kommunalen Meldebehorden in kirchlichen Rechenzentren verar-
beitet, so orientieren sich die von diesen zu treffenden Schutzmaf-
nahmen an den jeweils geltenden BSI-IT-Grundschutzkatalogen
oder vergleichbaren Veroffentlichungen des Bundesamtes fiir Si-
cherheit in der Informationstechnik (BSI). Abweichend von Satz 1
kann auch eine Orientierung an anderen Regelungen erfolgen, die
einen vergleichbaren Schutzstandard gewéhrleisten (insbesondere
ISO 27001 auf Basis IT-Grundschutz).

Rechenzentren im Sinne dieser Vorschrift sind die fiir den Betrieb
von grofieren, zentral in mehreren Dienststellen eingesetzten In-
formations- und Kommunikationssystemen erforderlichen Ein-
richtungen.
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Abschnitt 2
Schutzbedarf und Risikoanalyse

§9
Einordnung in Datenschutzklassen

Der Schutzbedarf personenbezogener Daten ist vom Verantwort-
lichen anhand einer Risikoanalyse festzustellen.

Fiir eine Analyse der moglichen Risiken fiir die Rechte und Frei-
heiten natiirlicher Personen, die mit der Verarbeitung personenbe-
zogener Daten verbunden sind, sind objektive Kriterien zu entwi-
ckeln und anzuwenden. Hierzu zihlen insbesondere die Eintritts-
wahrscheinlichkeit und die Schwere eines Schadens fiir die betrof-
fene Person. Zu beriicksichtigen sind auch Risiken, die durch —
auch unbeabsichtigte oder unrechtmiflige — Vernichtung, durch
Verlust, Verdnderung, unbefugte Offenlegung von oder unbefug-
ten Zugang zu personenbezogenen Daten entstehen.

Unter Berticksichtigung der Art der zu verarbeitenden personen-
bezogenen Daten und des AusmafBes der moglichen Gefiahrdung
personenbezogener Daten hat eine Einordnung in eine der in
§§ 11 bis 13 genannten drei Datenschutzklassen zu erfolgen.

Bei der Einordnung personenbezogener Daten in eine Daten-
schutzklasse sind auch der Zusammenhang mit anderen gespei-
cherten Daten, der Zweck ihrer Verarbeitung und das anzuneh-
mende Interesse an einer missbrauchlichen Verwendung der Da-
ten zu berticksichtigen.

Die Einordnung erfolgt durch den Verantwortlichen; sie soll in der
Regel bei Erstellung des Verzeichnisses von Verarbeitungstétigkei-
ten vorgenommen werden. Der betriebliche Datenschutzbeauf-
tragte soll angehort werden.

In begriindeten Einzelfillen kann der Verantwortliche eine abwei-
chende Einordnung vornehmen. Die Griinde sind zu dokumentie-
ren. Erfolgt eine Einordnung in eine niedrigere Datenschutzklasse,
ist zuvor der betriebliche Datenschutzbeauftragte anzuhéren.

Erfolgt keine Einordnung, gilt automatisch die Datenschutzklasse
II1, sofern nicht die Voraussetzungen des § 14 vorliegen.

§10
Schutzniveau

Die Einordnung in eine der nachfolgend genannten Datenschutz-
klassen erfordert die Einhaltung des dieser Datenschutzklasse ent-
sprechenden Schutzniveaus.
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Erfolgt die Verarbeitung durch einen Auftragsverarbeiter, ist der
Verantwortliche verpflichtet, sich in geeigneter Weise, insbeson-
dere durch personliche Uberpriifung oder Vorlage von Nachwei-
sen, von dem Bestehen des der jeweiligen Datenschutzklasse ent-
sprechenden Schutzniveaus zu iiberzeugen.

§11
Datenschutzklasse I und Schutzniveau I

Der Datenschutzklasse I unterfallen personenbezogene Daten, de-
ren missbrauchliche Verarbeitung keine besonders schwerwie-
gende Beeintrachtigung des Betroffenen erwarten lédsst. Hierzu ge-
horen insbesondere Namens- und Adressangaben ohne Sperrver-
merke sowie Berufs-, Branchen- oder Geschéftsbezeichnungen.

Zum Schutz der in die Datenschutzklasse I einzuordnenden Daten
ist ein Schutzniveau I zu definieren. Dieses setzt voraus, dass min-
destens folgende Voraussetzungen gegeben sind:

a) Das IT-System, auf dem die schiitzenswerten personenbezoge-
nen Daten abgelegt sind, ist nicht frei zuginglich; es befindet
sich z.B. in einem abschlieBbaren Gebidude oder unter stindi-
ger Aufsicht.

b) Die Anmeldung am IT-System ist nur nach Eingabe eines ge-
eigneten benutzerdefinierten Kennwortes oder unter Verwen-
dung eines anderen, dem aktuellen Stand der Technik und dem
jeweiligen Sicherheitsbedarf entsprechenden Authentifizie-
rungsverfahrens moglich.

¢) Sicherungskopien der Datenbestinde sind verschlossen aufzu-
bewahren.

d) Vor der Weitergabe eines I'T-Systems, insbesondere eines Da-
tentrdgers fiir einen anderen Einsatzzweck, sind die auf ihm
befindlichen Daten so zu 18schen, dass ihre Lesbarkeit und ihre
Wiederherstellung ausgeschlossen sind.

e) Nicht offentlich verfiigbare Daten werden nur dann weiterge-
geben, wenn sie durch geeignete Schutzmaflnahmen geschiitzt
sind. Die Art und Weise des Schutzes ist vor Ort zu definieren.

§12
Datenschutzklasse II und Schutzniveau I1

Der Datenschutzklasse II unterfallen personenbezogene Daten,
deren missbriauchliche Verarbeitung den Betroffenen in seiner
gesellschaftlichen Stellung oder in seinen wirtschaftlichen Verhalt-
nissen beeintrachtigen kann. Hierzu gehoren z.B. Daten iiber
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Mietverhaltnisse, Geschiftsbeziehungen sowie Geburts- und Jubi-
laumsdaten.

Zum Schutz der in die Datenschutzklasse II einzuordnenden Da-

ten ist ein Schutzniveau II zu definieren. Dieses setzt voraus, dass

neben dem Schutzniveau I mindestens folgende Voraussetzungen
gegeben sind:

a) Die Anmeldung am IT-System ist nur nach Eingabe eines ge-
eigneten benutzerdefinierten Kennwortes, dessen Erneuerung
in regelméBigen Abstdnden moglichst systemseitig vorgesehen
werden muss. Alternativ ist die Verwendung eines anderen,
dem aktuellen Stand der Technik und dem jeweiligen Sicher-
heitsbedarf entsprechenden Authentifizierungsverfahrens mog-
lich.

b) Das Starten des IT-Systems darf nur mit dem dafiir bereit ge-
stellten Betriebssystem erfolgen.

¢) Sicherungskopien und Ausdrucke der Datenbesténde sind vor
Fremdzugriff und vor der gleichzeitigen Vernichtung mit den
Originaldaten zu schiitzen.

d) Die Daten der Schutzklasse II sind auf zentralen Systemen in
besonders gegen unbefugten Zutritt gesicherten Ridumen zu
speichern, sofern keine begriindeten Ausnahmefille gegeben
sind. Diese sind schriftlich dem betrieblichen Datenschutzbe-
auftragten zu melden. Die jeweils beteiligten I'T-Systeme sind
dem aktuellen Stand der Technik und dem jeweiligen Sicher-
heitsbedarf entsprechend angemessen zu schiitzen. Eine Spei-
cherung auf anderen IT-Systemen darf nur erfolgen, wenn
diese mit einem geeigneten Zugriffsschutz ausgestattet sind.

e) Die Ubermittlung personenbezogener Daten auBerhalb eines
geschlossenen und gesicherten Netzwerks (auch iiber automa-
tisierte Schnittstellen) hat grundsitzlich verschliisselt zu erfol-
gen. Das Verschliisselungsverfahren ist dem aktuellen Stand
der Technik und dem jeweiligen Sicherheitsbedarf entspre-
chend angemessen auszuwihlen.

§13
Datenschutzklasse III und Schutzniveau III

Der Datenschutzklasse III unterfallen personenbezogene Daten,
deren missbréauchliche Verarbeitung die gesellschaftliche Stellung
oder die wirtschaftlichen Verhiltnisse des Betroffenen erheblich
beeintrachtigen kann. Hierzu gehoren insbesondere die besonde-
ren Kategorien personenbezogener Daten geméill § 4 Ziffer 2.
KDG sowie Daten iiber strafbare Handlungen, arbeitsrechtliche
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Rechtsverhiltnisse, Disziplinarentscheidungen und Namens- und
Adressangaben mit Sperrvermerken.

Zum Schutz der in die Datenschutzklasse III einzuordnenden Da-

ten ist ein Schutzniveau III zu definieren. Dieses setzt voraus, dass

neben dem Schutzniveau II mindestens folgende Voraussetzungen
gegeben sind:

a) Ist es aus dienstlichen Griinden zwingend erforderlich, dass
Daten der Datenschutzklasse III auf mobilen Gerédten im
Sinne des § 4 Absatz 2 oder Datentriagern gespeichert werden,
sind diese Daten nur verschliisselt abzuspeichern. Das Ver-
schliisselungsverfahren ist dem aktuellen Stand der Technik
und dem jeweiligen Sicherheitsbedarf entsprechend angemes-
sen auszuwihlen.

b) Eine langfristige Lesbarkeit der zu speichernden Daten ist si-
cher zu stellen. So miissen z. B. bei verschliisselten Daten die
Sicherheit des Schliissels und die erforderliche Entschliisselung
auch in dem nach § 16 Absatz 1 zu erstellenden Datensiche-
rungskonzept beriicksichtigt werden.

§14
Umgang mit personenbezogenen Daten, die dem Beicht- oder
Seelsorgegeheimnis unterliegen

Personenbezogene Daten, die dem Beicht- oder Seelsorgegeheim-
nis unterliegen, sind in besonders hohem Mafle schutzbediirftig.
Ihre Ausspahung oder Verlautbarung wiirde dem Vertrauen in die
Verschwiegenheit katholischer Dienststellen und Einrichtungen
schweren Schaden zufiigen.

Das Beichtgeheimnis nach cc. 983 ff. CIC ist zu wahren; personen-
bezogene Daten, die dem Beichtgeheimnis unterliegen, diirfen
nicht verarbeitet werden.

Personenbezogene Daten, die, ohne Gegenstand eines Beichtge-
heimnisses nach cc. 983 ff. CIC zu sein, dem Seelsorgegeheimnis
unterliegen, diirfen nur verarbeitet werden, wenn dem besonderen
Schutzniveau angepasste, erforderlichenfalls tiber das Schutzni-
veau der Datenschutzklasse II1 hinausgehende technische und or-
ganisatorische Maflnahmen ergriffen werden.

Eine MaBnahme im Sinne des Absatz 3 kann, wenn die Verarbei-
tung auf IT-Systemen erfolgt, insbesondere die Unterhaltung eines
eigenen Servers bzw. einer eigenen Datenablage in einem Netz-
werk ohne externe Datenverbindung sein. Auch die verschliisselte
Abspeicherung der personenbezogenen Daten auf einem externen
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Datentriger, der aulerhalb der Dienstzeiten in einem abgeschlos-
senen Tresor gelagert wird, kann eine geeignete technische und or-
ganisatorische Maflnahme darstellen.

Erfolgt die Seelsorge im Rahmen einer Online-Beratung und ist in-
sofern eine externe Anbindung unumgénglich, sind geeignete, erfor-
derlichenfalls tiber das Schutzniveau der Datenschutzklasse III hin-
ausgehende technische und organisatorische Ma3nahmen zu treffen.

Die Absitze 3 bis 5 gelten auch fiir personenbezogene Daten, die
in vergleichbarer Weise schutzbediirftig sind.

Kapitel 4
MafBnahmen des Verantwortlichen und des Mitarbeiters

§15
MafBnahmen des Verantwortlichen

Verantwortlicher ist gemdf3 § 4 Nr. 9. KDG die natiirliche oder ju-
ristische Person, Behorde, Einrichtung oder andere Stelle, die al-
lein oder gemeinsam mit anderen iiber die Zwecke und Mittel der
Verarbeitung von personenbezogenen Daten entscheidet.

Thm obliegt die Risikoanalyse zur Feststellung des Schutzbedarfs
(8 9 Absatz 1) sowie die zutreffende Einordnung der jeweiligen
Daten in die Datenschutzklassen (§ 9 Absatz 6).

Der Verantwortliche klirt seine Mitarbeiter iiber Gefahren und
Risiken auf, die insbesondere aus der Nutzung eines I'T-Systems
erwachsen konnen.

Der Verantwortliche stellt sicher, dass ein Konzept zur daten-
schutzrechtlichen Ausgestaltung der IT-Systeme (Datenschutzkon-
zept) erstellt und umgesetzt wird.

Erfolgt die Verarbeitung personenbezogener Daten durch einen
Auftragsverarbeiter, so ist der Verantwortliche verpflichtet, die
technischen und organisatorischen Mafinahmen des Auftragsverar-
beiters regelméfig, mindestens jedoch im Abstand von jeweils
zwei Jahren auf ihre Wirksamkeit zu iiberpriifen und dies zu doku-
mentieren. Bei Vorlage eines anerkannten Zertifikats durch den
Auftragsverarbeiter gemif § 29 Absatz 6 KDG kann auf eine Prii-
fung verzichtet werden.

Der Verantwortliche kann, unbeschadet seiner Verantwortlichkeit,
seine Aufgaben und Befugnisse nach dieser Durchfithrungsverord-
nung durch schriftliche Anordnung auf geeignete Mitarbeiter
iibertragen. Eine Ubertragung auf den betrieblichen Datenschutz-
beauftragten ist ausgeschlossen.
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§16
MaBnahmen des Verantwortlichen zur Datensicherung

) Der Verantwortliche hat ein Datensicherungskonzept zu erstellen
und entsprechend umzusetzen. Dabei ist die langfristige Lesbar-
keit der zu speichernden Daten in der Datensicherung anzustre-
ben.

(2) Zum Schutz personenbezogener Daten vor Verlust sind regelmé-
Bige Datensicherungen erforderlich. Dabei sind u.a. folgende As-
pekte mit zu berticksichtigen:

a) Soweit eine dauerhafte Lesbarkeit der Daten im Sinne des § 4
Absatz 3 nicht auf andere Weise sichergestellt werden kann,
sind Sicherungskopien der verwendeten Programme in allen
verwendeten Versionen anzulegen und von den Originaldaten-
trigern der Programme und den iibrigen Datentrdgern ge-
trennt aufzubewahren.

b) Die Datensicherung soll in Umfang und Zeitabstand anhand
der entstehenden Auswirkungen eines Verlustes der Daten
festgelegt werden.

3) Unabhéngig von der Einteilung in Datenschutzklassen sind geeig-
nete technische Abwehrmafinahmen gegen Angriffe und den Be-
fall von Schadsoftware z. B. durch den Einsatz aktueller Sicher-
heitstechnik wie Virenscanner, Firewall-Technologien und eines
regelmiaBigen Patch-Managements (geplante Systemaktualisierun-
gen) vorzunehmen.

§17
MaBnahmen des Mitarbeiters

Unbeschadet der Aufgaben des Verantwortlichen im Sinne des § 4 Ziffer 9.
KDG tragt jeder Mitarbeiter die Verantwortung fiir die datenschutzkon-
forme Ausiibung seiner Téatigkeit. Es ist ihm untersagt, personenbezogene
Daten zu einem anderen als dem in der jeweils rechtméfigen Aufgabener-
fiillung liegenden Zweck zu verarbeiten.

Kapitel 5
Besondere Gefahrenlagen

§18
Autorisierte Programme

Auf dienstlichen I'T-Systemen diirfen ausschlieBlich vom Verantwortlichen
autorisierte Programme und Kommunikationstechnologien verwendet
werden.
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§19
Nutzung dienstlicher I'T-Systeme zu auch privaten Zwecken

Die Nutzung dienstlicher I'T-Systeme zu auch privaten Zwecken ist grund-
séatzlich unzulédssig. Ausnahmen regelt der Verantwortliche unter Beach-
tung der jeweils geltenden gesetzlichen Regelungen.

§20
Nutzung privater I'T-Systeme zu dienstlichen Zwecken

(1) Die Verarbeitung personenbezogener Daten auf privaten I'T-Syste-
men zu dienstlichen Zwecken ist grundsitzlich unzuldssig. Sie
kann als Ausnahme von dem Verantwortlichen unter Beachtung
der jeweils geltenden gesetzlichen Regelungen zugelassen werden.

(2) Die Zulassung erfolgt schriftlich und beinhaltet mindestens

a) die Angabe der Griinde, aus denen die Nutzung des privaten
IT-Systems erforderlich ist,

b) eine Regelung iiber den Einsatz einer zentralisierten Verwal-
tung von Mobilgeriten (z. B. Mobile Device Management) auf
dem privaten IT-System des Mitarbeiters,

c) das Recht des Verantwortlichen zur Loschung durch Fernzu-
griff aus wichtigem und unabweisbarem Grund; ein wichtiger
und unabweisbarer Grund liegt insbesondere vor, wenn der
Schutz personenbezogener Daten Dritter nicht auf andere
Weise sichergestellt werden kann,

d) eine jederzeitige Uberpriifungsmoglichkeit des Verantwortlichen,

e) die Dauer der Nutzung des privaten IT-Systems fiir dienstliche
Zwecke,

f) das Recht des Verantwortlichen festzulegen, welche Pro-
gramme verwendet oder nicht verwendet werden diirfen sowie

g) die Verpflichtung zum Nachweis einer Loschung der zu dienst-
lichen Zwecken verarbeiteten personenbezogenen Daten,
wenn die Freigabe der Nutzung des privaten IT-Systems endet,
das I'T-System weitergegeben oder verschrottet wird.

Ergidnzend ist dem betreffenden Mitarbeiter eine spezifische Handlungs-
anweisung auszuhdndigen, die Regelungen zur Nutzung des privaten IT-
Systems enthilt.

3) Der Zugang von privaten IT-Systemen iiber sogenannte webba-
sierte Losungen kann mit den Mitarbeitern vereinbart werden, so-
weit alle datenschutzrechtlichen Voraussetzungen fiir eine sichere
Nutzung gegeben sind.

4) Die automatische Weiterleitung dienstlicher E-Mails auf private
E-Mail-Konten ist in jedem Fall unzulissig.
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§21
Externe Zugriffe, Auftragsverarbeitung

Der Zugriff aus und von anderen IT-Systemen durch Externe (z. B.
externe Dienstleister, externe Dienststellen) schafft besondere Ge-
fahren hinsichtlich der Ausspihung von Daten. Derartige Zugriffe
diirfen nur aufgrund vertraglicher Vereinbarung erfolgen. Insbe-
sondere mit Auftragsverarbeitern, die nicht den Regelungen des
KDG unterfallen, ist grundsétzlich neben der Anwendung der EU-
Datenschutzgrundverordnung die Anwendung des KDG zu ver-
einbaren.

Bei Zugriffen durch Externe ist mit besonderer Sorgfalt darauf zu
achten und nicht nur vertraglich, sondern nach Moglichkeit auch
technisch sicherzustellen, dass keine Kopien der personenbezoge-
nen Datenbestdnde gefertigt werden konnen.

Muss dem Externen bei Vornahme der Arbeiten ein Systemzugang
eroffnet werden, ist dieser Zugang entweder zu befristen oder un-
verziiglich nach Beendigung der Arbeiten zu deaktivieren. Im
Zuge dieser Arbeiten vergebene Passworter sind nach Beendigung
der Arbeiten unverziiglich zu dndern.

Bei der dauerhaften Inanspruchnahme von externen IT-Dienstleis-
tern sind geeignete vergleichbare Regelungen zu treffen.

Eine Fernwartung von IT-Systemen darf dariiber hinaus nur erfol-
gen, wenn der Beginn aktiv seitens des Auftraggebers eingeleitet
wurde und die Fernwartung systemseitig protokolliert wird.

Die Verbringung von IT-Systemen mit Daten der Datenschutz-
klasse III zur Durchfithrung von Wartungsarbeiten in den Rdumen
eines Externen darf nur erfolgen, wenn die Durchfiihrung der
Wartungsarbeiten in eigenen Rdumen nicht moglich ist und sie un-
ter den Bedingungen einer Auftragsverarbeitung erfolgt.

§22
Verschrottung und Vernichtung von I'T-Systemen,
Abgabe von IT-Systemen zur weiteren Nutzung

Bei der Verschrottung bzw. der Vernichtung von IT-Systemen, ins-
besondere Datentrdgern, Faxgeridten und Druckern, sind den je-
weiligen DIN-Normen entsprechende Mafinahmen zu ergreifen,
die die Lesbarkeit oder Wiederherstellbarkeit der Daten zuverlis-
sig ausschlieBen. Dies gilt auch fiir den Fall der Abgabe von IT-
Systemen, insbesondere Datentragern, zur weiteren Nutzung.
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2) Absatz 1 gilt auch fiir die Verschrottung, Vernichtung oder Abgabe
von privaten I'T-Systemen, die gemd § 20 zu dienstlichen Zwe-
cken genutzt werden.

§23
Passwortlisten der Systemverwaltung

Alle nicht zuriicksetzbaren Passworter (z. B. BIOS- und Administrations-
passworter) sind besonders gesichert aufzubewahren.

§24
Ubermittlung personenbezogener Daten per Fax

Fiir die Ubermittlung personenbezogener Daten per Fax gilt ergéinzend zu
den Vorschriften der §§ 5 ff.:

1) Faxgerite sind so aufzustellen und einzurichten, dass Unbefugte
keine Kenntnis vom Inhalt eingehender oder iibertragener Nach-
richten erhalten konnen.

2) Sowohl die per Fax iibermittelten als auch die in Sende-/Emp-
fangsprotokollen enthaltenen personenbezogenen Daten unterlie-
gen dem Datenschutz. Protokolle sind entsprechend sorgfiltig zu
behandeln.

3) Um eine datenschutzrechtlich unzulissige Ubermittlung moglichst
zu verhindern, ist bei Faxgeriten, die in Kommunikationsanlagen
(Telefonanlagen) eingesetzt sind, eine Anrufumleitung und
-weiterschaltung auszuschliefen.

4) Daten der Datenschutzklassen 1T und III diirfen grundsétzlich nur
unter Finhaltung zusétzlicher Sicherheitsvorkehrungen per Fax
iibertragen werden. So sind insbesondere mit dem Empfinger der
Sendezeitpunkt und das Empfangsgerdt abzustimmen, damit das
Fax direkt entgegengenommen werden kann.

§25
Sonstige Formen der Ubermittlung personenbezogener Daten

(1) E-Mails, die personenbezogene Daten der Datenschutzklasse II
oder III enthalten, diirfen ausschlieBlich im Rahmen eines geschlos-
senen und gesicherten Netzwerks oder in verschliisselter Form mit
geeignetem Verschliisselungsverfahren tibermittelt werden.

2) Eine Ubermittlung personenbezogener Daten per E-Mail an Post-
fécher, auf die mehr als eine Person Zugriff haben (sog. Funktions-
postficher), ist in Fillen personenbezogener Daten der Daten-
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schutzklassen II und III grundsitzlich nur zuléssig, wenn durch
vorherige Abstimmung mit dem Empféinger sichergestellt ist, dass
ausschlieflich autorisierte Personen Zugriff auf dieses Postfach
haben.

3) Fiir die Ubermittlung von Video- und Sprachdaten insbesondere im
Zusammenhang mit Video- und Telefonkonferenzen gilt Absatz 1
unter Beriicksichtigung des aktuellen Standes der Technik entspre-
chend.

§26
Kopier- / Scangeriite

Bei Kopier-/Scangeriten mit eigener Speichereinheit ist sicherzustellen,
dass ein Zugriff auf personenbezogene Daten durch unberechtigte Mitar-
beiter oder sonstige Dritte nicht moglich ist.

. Kapitel 6

Ubergangs- und Schlussbestimmungen
. §27
Ubergangsbestimmungen

Soweit das KDG oder diese Durchfithrungsverordnung nicht ausdriicklich
etwas anderes bestimmen, sind die Regelungen dieser Durchfiihrungsver-
ordnung unverziiglich, spétestens jedoch bis zum 31.12.2019 umzusetzen.

§ 28
Inkrafttreten, AuBlerkrafttreten, Uberpriifung
(1) Diese Durchfiihrungsverordnung tritt zum 01.03.2019 in Kraft.

2) Zugleich tritt die Verordnung zur Durchfithrung der Anordnung
iber den kirchlichen Datenschutz (KDO - DVO) vom 9. Juni 2016
(OVB 2016, S. 140 ff) auBer Kraft.

3) Diese Durchfithrungsverordnung soll innerhalb von fiinf Jahren ab
Inkrafttreten tiberpriift werden.

Speyer, den 4. Dezember 2018

Coot &R

Andreas Sturm
Generalvikar
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262  Gestellungsgelder 2019 bis 2021

Bischof Dr. Karl-Heinz Wiesemann hat die Empfehlung der Vollversamm-
lung des VDD iibernommen und fiir die Diozese Speyer die Hohe der Ge-
stellungsgelder fiir die Jahre 2019 bis 2021 in Kraft gesetzt.

Die Gestellungsgelder betragen somit ab dem 1. Januar 2019:

Fiir die Gestellungsgruppen I bis IV ergeben sich ab 1. Januar 2019 die
folgenden Jahres- bzw. Monatsbetrége:

Gestellungsgruppe I: 71.300 € pro Jahr bzw. 5.940 € pro Monat
Gestellungsgruppe II: 58.800 € pro Jahr bzw. 4.900 € pro Monat
Gestellungsgruppe III: 42.900 € pro Jahr bzw. 3.575 € pro Monat
Gestellungsgruppe I'V: 36.450 € pro Jahr bzw. 3.035 € pro Monat

ab 1. Januar 2020:

Gestellungsgruppe I: 73.400 € pro Jahr bzw. 6.115 € pro Monat
Gestellungsgruppe II: 60.600 € pro Jahr bzw. 5.050 € pro Monat
Gestellungsgruppe I1I: 44200 € pro Jahr bzw. 3.685 € pro Monat
Gestellungsgruppe I'V: 37.200 € pro Jahr bzw. 3.100 € pro Monat

ab 1. Januar 2021:

Gestellungsgruppe I: 74.200 € pro Jahr bzw. 6.185 € pro Monat
Gestellungsgruppe 1I: 61.200 € pro Jahr bzw. 5.100 € pro Monat
Gestellungsgruppe III: 44.700 € pro Jahr bzw. 3.725 € pro Monat
Gestellungsgruppe IV: 37.600 € pro Jahr bzw. 3.135 € pro Monat

Speyer, den 19. November 2018

Cool &R

Andreas Sturm
Generalvikar

263  Verfahren zur Genehmigung von Personal in Kirchengemeinden
in der Diozese Speyer — Neufassung zum 1. Januar 2019

1.  Genehmigung bei Aufstellung und Anderung des Stellenplans sowie
bei Besetzung von Planstellen

1.1 Die Bischofliche Finanzkammer (Referat Finanzen Kirchengemein-
den) genehmigt die Stellenpldne der Kirchengemeinden der Ditzese
Speyer. Der Stellenplan ist die fortgeschriebene Aufstellung und zu-
sammenfassende Darstellung der Stellen. Zum Personalstand in den
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Kirchengemeinden gehoren Pfarrsekretiare/Innen, Pfarrsekretare/Innen in
der Funktion Biiroleitung, Organisten, alle Kirchendienstkrifte und die
Beschiftigten in den Kindertagesstétten.

1.2 Die Schaffung einer neuen Stelle oder die Besetzung einer freien
Stelle sowie die Erhohung des Stellenumfangs sind schriftlich zu beantra-
gen und durch den Verwaltungsrat zu begriinden. Gleiches gilt fiir die Er-
nennung der Stelle Biiroleitung in dem Zentralen Pfarrbiiro. Erst nach
Genehmigung der Stelle durch die Bischofliche Finanzkammer kann die
Stelle bzw. die Funktion Biiroleitung besetzt werden. Dieser Punkt gilt
nicht fiir die Beschéftigten der Kindertagesstétten.

1.3 Alle sonstigen Veridnderungen von Personal (z.B. Krankheitsvertre-
tungen, Reduzierungen von Beschiftigungsumfingen) sind der Bischof-
lichen Finanzkammer durch die zusténdige Regionalverwaltung unverziig-
lich anzuzeigen.

1.4 Die Bischofliche Finanzkammer ist — unbeschadet der Verantwor-
tung des Verwaltungsrates — fiir die stindige Aktualisierung der Stellen-
pliane aller Kirchengemeinden in der Diozese Speyer verantwortlich.

2. Antragsverfahren

2.1 Der Antrag an das Bischofliche Ordinariat ist vor der Besetzung
bzw. Wiederbesetzung der Stelle durch die zustdndige Regionalverwaltung
an die Bischofliche Finanzkammer zu richten. Dem Antrag ist ein entspre-
chender Beschluss des Verwaltungsrats der Kirchengemeinde beizufiigen,
mit Dienstsiegel und Unterschrift (siche § 14 Kirchenvermogensverwal-
tungsgesetz (KVVG)).

2.2 Die Bischofliche Finanzkammer wird den Antrag priifen und eine
entsprechende Entscheidung treffen. Eine Stelle kann im beantragten
Umfang nur dann genehmigt werden, wenn die Finanzierung der Perso-
nalkosten dauerhaft und nachhaltig gesichert ist.

2.3 Die Entscheidung wird dem Verwaltungsrat durch die Bischofliche
Finanzkammer mitgeteilt. Die zustdndige Regionalverwaltung, die Haupt-
abteilung III (Personal) und im Fall von Pfarrsekretdren/Innen die Zen-
tralstelle (Z1) erhalten einen Abdruck.

3. Arbeitsvertrdge und Vergiitungsberechnung

3.1 Alle Arbeitsvertrdge und Nachtrdge sind durch die zustdndige Re-
gionalverwaltung der Hauptabteilung II1/43 (Personal) vor Beschifti-
gungsbeginn zur kirchenaufsichtlichen Genehmigung vorzulegen (siche
§ 17 Abs. 1 Buchstabe h) KVVG). Grundsitzlich ist die Frage der Qualifi-
kation geméf der internen Richtlinien zu beriicksichtigen.
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3.2 Arbeitsvertrige sowie Anderungen von Vertragsbestandteilen, die
auflerhalb der genehmigten Stelle liegen, werden nicht genehmigt.

3.3 Zur Erfiillung sozialversicherungs- und steuerrechtlicher Auflagen
sind sdmtliche Vergiitungszahlungen ausschlieflich iiber die Hauptabtei-
lung I11/43 (Personal) — Zentrale Gehaltsabrechnungsstelle (ZGASt) vor-
zunehmen.

4. Inkrafttreten
Diese Neufassung tritt mit Wirkung vom 1. Januar 2019 in Kraft.
Speyer, den 30. November 2018

Cook &R

Andreas Sturm
Generalvikar

264  Verwaltungsvorschrift iiber die Bildung des ReligionslehrerInnen-
Vertreterrates an berufsbildenden Schulen fiir die Diozese Speyer

§1
Geltungsbereich

Die Berufsgruppe des in der Diozese Speyer titigen katholischen Reli-
gionslehrpersonals an Berufsbildenden Schulen wird gegeniiber der
Hauptabteilung II ,,Schulen, Hochschulen und Bildung“ durch einen Ver-
treterrat (VR) vertreten, der von der ReligionslehrerInnenversammlung
gebildet wird. Dieser Vertreterrat ist der von der Hauptabteilung II als
Partner anerkannte Sprecher des Religionslehrpersonals an Berufsbilden-
den Schulen in der Ditzese Speyer.

§2
Personenbereich

Katholisches Religionslehrpersonal im Sinne dieser Satzung sind

(1) ReligionslehrerInnen im Kirchendienst
(2) ReligionslehrerInnen im Staatsdienst

welche an Berufsbildenden Schulen innerhalb des Bistums Religions-
unterricht erteilen und die Wahlberechtigung zum ReligionslehrerInnen-
Vertreterrat erlangt haben.
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§3
Wahl, Amtszeit, Mitgliedschaft

(1) Wahlberechtigt und wahlbar sind alle ReligionslehrerInnen gemif
§ 2 Abs. 1 und 2.

(2) Eine Wahl ist auch in Abwesenheit mdoglich, wenn die Wahlbereit-
schaft schriftlich erklart wurde.

(3) Der Vertreterrat besteht aus fiinf Mitgliedern.

(4) Die Amtszeit des Vertreterrates betrdgt zwei Jahre. Sie beginnt mit
dem Wahltag.

(5) Die Mitgliedschaft im Vertreterrat erlischt durch
a) Ablauf der Amtszeit
b) Niederlegung des Amtes
¢) Ausscheiden aus dem Schuldienst
d) Verlust der Wéhlbarkeit.

(6) Beratende Mitglieder sind kirchliche FachberaterInnen und staatli-
che FachleiterInnen.

§4
Vorsitz

Der Vertreterrat wiéhlt bei seiner konstituierenden Sitzung eine/n Vorsit-
zende/n und eine/n Stellvertreter/in.

§5
Vertretungsratssitzung
Der Vertreterrat tritt zusammen:
(1) auf Einladung des/der Vorsitzenden, mindestens zweimal im Jahr

(2) auf Einladung der Hauptabteilung II ,,Schulen, Hochschulen und
Bildung*

(3) auf schriftliches Verlangen der Mehrheit des Vertreterrats.

§6
Nichtoffentlichkeit und Zeit der Vertreterratssitzungen

(1) Die Sitzungen des Vertreterrats sind nicht offentlich; sie finden
auflerhalb der Dienstzeit statt.

(2) Nur in begriindeten Ausnahmefillen — und im Einvernechmen mit
der betroffenen Schulleitung und der Hauptabteilung II — konnen
Sitzungen des Vertreterrates wahrend der Dienstzeit stattfinden.
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§7
Ehrenamtliche Stellung der Mitglieder des Vertretungsrates

(1) Die Mitglieder des Vertretungsrats fithren ihr Amt unentgeltlich als
Ehrenamt.

(2) Versdumnis von Arbeitszeit im Sinne von § 6 Abs. 2 hat keine Min-
derung der Beziige zur Folge.

§8
Kosten und Sachaufwand

Die durch die Tatigkeit des Vertretungsrats entstehenden Kosten trigt das
Bistum Speyer — Hauptabteilung II ,,Schulen, Hochschulen und Bildung*.

§9
ReligionslehrerInnenversammlung

(1) Die ReligionslehrerInnenversammlung tritt zusammen:

a) auf Einladung des Vertretungsrats, mindestens einmal im Jahr, in
der Regel bei der Jahrestagung

b) auf Einladung der Hauptabteilung II ,,Schulen, Hochschulen und
Bildung*

c¢) auf schriftliches Ersuchen eines Drittels der ReligionslehrerInnen.

(2) Die Versammlung wird von dem/der Vorsitzenden des Vertreterrats
geleitet, sie ist nicht offentlich. Es konnen Sachverstindige und Reli-
gionslehrerInnen in Ausbildung eingeladen werden.

(3) Die ReligionslehrerInnenversammlung kann dem Vertreterrat An-
trdge unterbreiten und zu seinen Beschliissen Stellung nehmen. Sie
darf nur Angelegenheiten behandeln, die zur Zusténdigkeit des Ver-
treterrats gehoren.

§10
Schlussbestimmungen

Diese Verwaltungsvorschrift tritt zum 1. Dezember 2018 in Kraft. Die Sat-
zung des ReligionslehrerInnen-Vertreterrates an berufsbildenden Schulen
fiir die Didzese Speyer vom 1. April 1977 tritt zugleich auBBer Kraft.

Speyer, den 4. Dezember 2018

Coof &R

Andreas Sturm
Generalvikar
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265  Verwaltungsvorschrift zur Wahl des Vertreterrates der Religions-
lehrerInnen an Berufsbildenden Schulen

§1

Wahlberechtigt und wihlbar sind alle ReligionslehrerInnen im Sinne der
Satzung des ReligionslehrerInnen-Vertreterrates an Berufsbildenden
Schulen fiir die Diozese Speyer.

§2

Die Religionslehrerlnnen wihlen den Vertretungsrat; innerhalb einer
Wahlperiode notwendige weitere Ersatzmitglieder werden auf der néchst-
folgenden ReligionslehrerInnenversammlung gewéhlt.

§3

Der Vertretungsrat wird von den stimmberechtigten ReligionslehrerInnen
in geheimer Wahl gewihlt, es sei denn, eine offene Wahl wird einstimmig
beantragt.

§4

Der jeweils amtierende Vertretungsrat trifft die Vorbereitungen zur Neu-
wahl und bestimmt einen Wahlausschuss, der einen Wahlvorstand ernennt.

§5
Die Wahl wird in der Einladung zur ReligionslehrerInnenversammlung
angezeigt mit der Bitte, Wahlvorschldge zu machen.

Der Wahlausschuss veroffentlicht die Wahlvorschldage bei der Religions-
lehrerInnenversammlung.

§6

Die stimmberechtigten Mitglieder der ReligionslehrerInnenversammlung
wihlen die Mitglieder des Vertretungsrates.

§7
1) Das Ergebnis der Wahl wird in der Reihenfolge der Stimmenzahl
vom Wahlvorstand festgestellt, bekannt gegeben und schriftlich festgehalten.

2) Gewidhlt sind jene, welche die meisten Stimmen erhalten haben.
Bei Stimmengleichheit findet eine Stichwahl statt.
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3) Der Wahlvorstand stellt durch Befragen fest, ob die Gewihlten die
Wahl annehmen. Die Zusammensetzung des Vertreterrats wird vom Wahl-
vorstand bekannt gegeben.

§8

Diese Verwaltungsvorschrift tritt zum 1. Dezember 2018 in Kraft. Die
Wahlordnung des ReligionslehrerInnen-Vertreterrates an berufsbildenden
Schulen fiir die Diozese Speyer vom 1. April 1977 tritt zugleich auBer
Kraft.

Speyer, den 4. Dezember 2018

Cool &R

Andreas Sturm
Generalvikar

266  Verbot der Vermischung von Asche und Wasser bei Austeilung des
Aschenkreuzes

Nach Abschluss entsprechender labortechnischer Untersuchungen durch
das LKA Baden-Wiirttemberg wird vor moglichen, teilweise erheblich ge-
sundheitsgefdhrdenden Folgen durch den Kontakt einer Mischung aus
Asche und Wasser mit menschlicher Haut gewarnt.

Anlass fiir die Untersuchungen war das Auftreten von z. T. schweren Ver-
dtzungen bei Gottesdienstteilnehmern nach dem Auftragen des Aschen-
kreuzes in einem Aschermittwochsgottesdienst im Erzbistum Freiburg.

Bei der Vorbereitung und Verwendung der Asche ist sorgfiltig darauf zu
achten, dass eine alkalische Reaktion durch die Vermischung mit Wasser
ausgeschlossen ist. Die Verwendung einer derartigen Mischung wird aus-
driicklich untersagt.
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267 Schriftenreihen der Deutschen Bischofskonferenz

Beim Sekretariat der Deutschen Bischofskonferenz sind folgende Bro-
schiiren erschienen:

Reihe .. Verlautbarungen des Apostolischen Stuhls*
Nr.215

Die Synodalitiit in Leben und Sendung der Kirche

Die Internationale Theologische Kommission hat nach Autorisierung
durch den Papst ein Dokument unter dem Titel ,,Die Synodalitit in Leben
und Sendung der Kirche* veroffentlicht.

Als ,konstituierende Dimension der Kirche®, so heifit es in dem Doku-
ment, sei die Synodalitit ein Weg, der ,,stdndig erneuert und belebt* wer-
den miisse, um einen ,,neuen missionarischen Schwung®“ zu férdern, der
»das gesamte Gottesvolk® einbeziehe. Neben einer griindlichen Analyse
der theologischen Bedeutung von ,,Synodalitdt” insbesondere im Licht
des Zweiten Vatikanischen Konzils will das Dokument auch Handlungs-
impulse geben. Dabei betrachtet das Dokument die synodale Kirche als
das Gottesvolk, ,,das seine Existenz als Gemeinschaft und Weggemein-
schaft manifestiert und konkretisiert, indem es in der Versammlung zu-
sammenkommt und indem alle seine Mitglieder aktiv an seinem Auftrag
der Evangelisierung teilnehmen®.

Reihe .. Arbeitshilfen*
Nr. 301

Schopfungsverantwortung als kirchlicher Auftrag

Wihrend der Herbst-Vollversammlung der Deutschen Bischofskonferenz
2017 fand ein Studientag ,,Schopfungsverantwortung nach Laudato si —
Umwelt und integrale Entwicklung als Aufgabe der Kirche* statt. Als Ar-
beitsauftrag aus diesem Studientag wurden Handlungsempfehlungen fiir
die Arbeit in den deutschen (Erz-)Diozesen entwickelt, die auf der
Herbst-Vollversammlung 2018 verabschiedet wurden und jetzt als Arbeits-
hilfe vorliegen. Diese Arbeitshilfe ,,Schopfungsverantwortung als kirch-
licher Auftrag® enthilt zehn konkrete Empfehlungen zu Okologie und
nachhaltiger Entwicklung fiir die Praxis in den Bistiimern. Entsprechend
dem Auftrag aus Papst Franziskus Enzyklika Laudato si werden dabei As-
pekte des Umweltschutzes und der integralen Entwicklung des Menschen
verbunden. Die Handlungsempfehlungen berithren Angelegenheiten der
Pastoral, des diézesanen Verwaltungshandelns und des gesellschaftspoliti-
schen Engagements.
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Nr. 302

Solidaritit mit verfolgten und bedringten Christen in unserer Zeit. Kuba
und Venezuela

Kuba und Venezuela gehoren zum katholisch geprigten Lateinamerika.
Eine Benachteiligung von Christen in diesen Léndern scheint auf den er-
sten Blick unwahrscheinlich. Dennoch haben die Christen massive Pro-
bleme, ihren Glauben offen zu leben — zu grof3 sind die Einschrdankungen
durch die beiden autoritdren politischen Systeme. Wo das Menschenrecht
auf Meinungsfreiheit nicht garantiert ist, ist auch das Menschenrecht auf
Religionsfreiheit bedroht. Unter solchen Bedingungen die befreiende
Botschaft Jesu Christi zu verkiinden, und gesellschaftliche und soziale
Missstdande offen zu benennen, ist ein gefdhrliches Wagnis. Nicht wenige,
die aus ihrer christlichen Verantwortung heraus politisch aktiv werden,
sind bedroht und verfolgt.

Die Arbeitshilfe gibt einen Uberblick iiber die Situation, erlidutert Kon-
flikte, analysiert Hintergriinde und lasst Mitglieder der Ortskirche zu
Wort kommen. Sie richtet sich vor allem an die Gemeinden und ist zur
Auslage in den Pfarreien bestimmt.

Nr. 303

Fiir immer zusammen. Der Bund der Ehe in Treue, Liebe und Verantwor-
tung. Familienpastorale Arbeitshilfe zum Familiensonntag 2018/2019

Vom Sekretariat der Deutschen Bischofskonferenz wird jahrlich eine pas-
torale Arbeitshilfe zum Familiensonntag herausgegeben. Das diesjidhrige
Motto greift die Thematik der Ehebegleitung auf, nachdem im vergangen
Jahr die Ehevorbereitung im Mittelpunkt gestanden hat.

Auch in diesem Jahr ist die Arbeitshilfe zum alleinigen Online-Gebrauch
gestaltet worden. Das Online-Layout ist fiir die Bildschirmlesbarkeit opti-
miert und ein leichtes Navigieren im Text ermdglicht worden. Auflerdem
sind viele direkt weiterfithrende Internetlinks aufgenommen.

Sonstige Publikationen
Reihe ,,Jahresbericht Weltkirche*

Jahresbericht Weltkirche 2017

Zum achten Mal erscheint der ,,Jahresbericht Weltkirche“, der einen
Uberblick iiber die Vielfalt der weltkirchlichen Initiativen der katholi-
schen Kirche in Deutschland bietet. Herausgeber ist die ,,Konferenz Welt-
kirche®, in der die weltkirchlich engagierten Einrichtungen der katholi-
schen Kirche in Deutschland zusammenarbeiten.
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Bezugshinweis

Alle genannten Veroffentlichungen kénnen wie die bisherigen Hefte der
Reihen bestellt werden beim Sekretariat der Deutschen Bischofskonferenz,
Postfach 2962, 53019 Bonn, E-Mail: broschueren@dbk.de oder iiber den on-
line-Shop der Internetseite der Deutschen Bischofskonferenz www.dbk.de
unter dem Meniipunkt ,,Publikationen®. Dort konnen sie auch als PDF
heruntergeladen werden (mit Ausnahme der Buchreihe ,,Forum Weltkir-
che“, die nur im Buchhandel zu beziehen ist). AuBerdem finden sich dort
auch Kurzinformationen zum Inhalt der einzelnen Broschiiren.

268 SchlieBzeiten von Bischoflichem Ordinariat und
Bischoflichem Offizialat

Am Donnerstag, dem 27. Dezember 2018, und am Freitag, dem 28. De-
zember 2018, sind die Dienststellen des Bischoflichen Ordinariates ein-
schlieBlich der Au3enstellen geschlossen. Dies gilt auch fiir das Bischofli-
che Offizialat.

Dienstnachrichten

Kaplansversetzung

Bischof Dr. Karl-Heinz Wiesemann hat mit Wirkung vom 1. Februar 2019
Kaplan Valentine Acholonu, St. Ingbert Hl. Martin, zum Kaplan der
Pfarrei HI. Katharina von Siena Ludwigshafen ernannt.

Versetzung einer pastoralen Mitarbeiterin

Mit Wirkung vom 1. Januar 2019 wurde Pastoralreferentin Annette
Schulze zur Geistlichen Beraterin (Mentorin) der Pastoralreferenten/
innen und Gemeindereferenten/innen in der Ausbildung mit 0,5 Stellenan-
teil versetzt; mit weiteren 0,5 Stellenanteil wirkt sie weiterhin in der Kran-
kenhausseelsorge an der BG Unfallklinik in Ludwigshafen.

Entpflichtungen

Bischof Dr. Karl-Heinz Wiesemann hat mit Wirkung vom 21. Oktober
2018 Regens Markus Magin von seinen Aufgaben als Didzesanprases
der Kirchenchore entpflichtet.
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Des Weiteren hat er mit Wirkung vom 30. November 2018 Kaplan P. Na-
veen Kumar Pudota SCJ, Neustadt Hl. Geist, entpflichtet. Er scheidet
aus dem Dienst der Didzese Speyer aus, um im Auftrag seines Ordens in
Rom ein Aufbaustudium zu absolvieren.
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